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Política de IA Responsável 
TECNOLOGIA DA INFORMAÇÃO │ EMITIDO: 21 de janeiro de 2026 │Revisado: 
N/A 

Esta Política estabelece o compromisso da Magna com o uso e desenvolvimento 
responsáveis de soluções de inteligência artificial em todas as nossas operações, 
produtos e processos de negócios. Essas soluções apresentam oportunidades para gerar 
valor, mas também podem criar riscos legais, reputacionais e outros para a Magna, seus 
funcionários e outros stakeholders. Sua cuidadosa conformidade com esta Política é 
fundamental para promover o uso seguro e responsável da inteligência artificial, 
maximizando oportunidades e minimizando seus riscos. 

APLICAÇÃO DA POLÍTICA 
Esta Política se aplica à Magna International Inc. e a todos os seus Grupos operacionais, Divisões (incluindo joint 
ventures controladas), subsidiárias e outras operações globalmente. Esta Política também se aplica a todas as pessoas 
que atuam em nome da Magna, incluindo funcionários em tempo integral ou parcial da Magna, contratados 
independentes, diretores, consultores e agentes – nesta Política, referimo-nos a todas essas pessoas como "você" ou 
"Pessoas da Magna". 

Esta Política estabelece os requisitos para uso e desenvolvimento responsáveis, éticos e seguros por você de: 

• todas as Soluções de IA, incluindo Sistemas Tradicionais de IA, Sistemas de IA Gen, Agentes de IA e IA
Agente; e

• qualquer Saída de IA gerada por uma solução de IA.

"Uso" de uma Solução de IA significa que você está usando uma Solução de IA existente desenvolvida pela Magna ou 
por terceiros para realizar: 

• tarefas simples, como gerar um e-mail ou imagem, resumir texto ou responder a uma pergunta; ou
• tarefas mais complexas, como apoiar o desenvolvimento de produtos, processos de negócios e iniciativas de

automação de manufatura da Magna.

"Desenvolvimento" de uma solução de IA significa que você tem um nível maior de interação com a solução, que se 
estende a qualquer um dos seguintes aspectos:  

• desenvolver especificações para a Solução de IA;
• construir, projetar, refinar ou treinar o modelo e o algoritmo da Solução de IA;
• coletar, processar ou treinar os conjuntos de dados subjacentes à Solução de IA;
• testando ou validando a Solução de IA; ou
• usando uma ferramenta de terceiros para Desenvolvimento.

O desenvolvimento de uma solução de IA pode ser: 

• exclusivamente para fins internos (por exemplo, automação de manufatura);
• para uso por partes interessadas externas (por exemplo, clientes, fornecedores ou outros parceiros comerciais); ou
• para incorporação aos produtos da Magna.
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Além disso, o desenvolvimento de uma solução de IA pode ser realizado:  

• internamente por uma pessoa da Magna (por exemplo, por meio do uso de ferramentas de terceiros, como NVIDIA 
Isaac Sim, bem como por recursos de IA em sistemas tradicionais como CATIA);  

• por um parceiro terceirizado para ou em nome da Magna; ou  
• conjuntamente por uma equipe que inclui pessoas da Magna e pessoal de um desenvolvedor terceirizado.  
Além de "usar" e "desenvolvimento", outros termos-chave aparecem em negrito dentro desta Política. Definições desses 
termos-chave estão disponíveis no Apêndice A desta Política. 

IA RESPONSÁVEL NA MAGNA  
Alcançar benefícios de produtividade da IA, minimizando riscos e mantendo nossos funcionários seguros, é 
importante para a Magna. Você desempenha um papel fundamental em ajudar a Magna a alcançar esses 
objetivos, seguindo cuidadosamente os princípios e práticas abaixo:  

1. Compreenda e Gerencie os Riscos Associados ao Uso de Soluções de IA  
O uso de Soluções de IA pode criar riscos que você precisa entender e ajudar a gerenciar, incluindo:  

• Viés: As soluções de IA podem aprender e reforçar vieses presentes em seus dados de treinamento, o que pode 
resultar em resultados enviesados e consequências não intencionais, como práticas de contratação discriminatórias. 
Você deve estar atento ao risco de viés e deve ser crítico ao avaliar os resultados da IA quanto a viés. 

• Ameaças de Cibersegurança: Soluções de IA podem ser usadas ou exploradas para lançar ataques cibernéticos, 
roubar identidades e comprometer a segurança. Você nunca deve usar uma solução de IA para esses ou outros 
fins ilegais. Além disso, você ajuda a proteger a Magna contra ataques cibernéticos e outras ameaças externas ao 
não instalar plug-ins, conectores, add-ons ou APIs não autorizados em soluções de IA. 

• Falta de Transparência: Algoritmos de IA funcionam de maneiras pouco compreendidas e frequentemente 
produzem resultados de IA com falhas. Como detalhado abaixo, você deve exercer supervisão sobre os 
Resultados de IA para ajudar a garantir que sejam precisos, confiáveis, relevantes, livres de viés e adequados para 
o uso pretendido. 

• Confidencialidade e Privacidade de Dados: Muitas soluções de IA coletam dados à medida que são usadas, 
potencialmente dando aos desenvolvedores acesso a dados confidenciais e/ou legalmente protegidos e informações 
pessoais. Você deve optar por não permitir que um Sistema de IA de terceira geração use entradas controladas 
ou pertencentes à Magna (incluindo informações pessoais de pessoas da Magna) para treinar, desenvolver ou 
revisar seu modelo. 

• Direitos de Propriedade Intelectual: Os Gen AI Systems podem criar Resultados de IA que violam direitos de 
propriedade intelectual de terceiros. Exemplos incluem utilizar texto escrito sem o devido crédito e citação, uso ou 
cópia não autorizados de imagens, obras de arte, designs, código de software ou outros materiais, sugerindo designs 
ou processos de produtos que infrinjam patentes de terceiros.  
Você não deve usar Soluções de IA e Resultados de IA de forma que viole direitos de propriedade intelectual de 
terceiros (incluindo direitos autorais, patentes, designs e marcas registradas). 
Além disso, se estiver usando Soluções de IA para criar qualquer produto de trabalho que a Magna precise proteger 
sob as leis de propriedade intelectual, você deve trabalhar com a equipe jurídica de Propriedade Intelectual 
Corporativa da Magna para garantir que a Magna possa proteger qualquer produto de trabalho que possa ser 
baseado em Resultados de IA. 

2. Supervisão do Exercício  
Os Resultados de IA exigem revisão humana crítica antes de serem finalizados, confiados e/ou compartilhados interna 
ou externamente. Como você é responsável por quaisquer Outputs de IA usados em seu trabalho para a Magna, deve 
aplicar avaliação cuidadosa, pensamento analítico e julgamento racional antes de confiar nos Resultados de IA. 

Não confie em Resultados de IA que você tenham sido gerados por violação de Lei Aplicável ou os direitos de terceiros, 
ou que possam prejudicar a reputação da Magna. Exemplos podem incluir IA Outputs que violam direitos autorais ou 
marcas de terceiros.  

Se, após fazer esforços razoáveis, você ainda não tem certeza sobre a validade de um Resultado de IA, não confie 
nele – especialmente em situações que envolvem risco legal ou reputacional significativo.  
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3. Use as Soluções de IA Aprovadas pela Magna  
A Magna verificou diversas soluções de IA para garantir conformidade com nossos padrões de cibersegurança, bem 
como com nossas políticas de confidencialidade e privacidade de dados. Sempre que possível, você deve usar as 
Soluções de IA Aprovadas da Magna, que incluem:  

• MAVIS;  
• Assistentes do Microsoft M365 Copilot e Copilot Chat;  
• GitHub Copilot assistente de codificação e programação;  
• Microsoft Azure AI Foundry Models platform; 
• Serviço Amazon Bedrock para acesso e gerenciamento de modelos de fundação; e 
• Plataforma Databricks. 

Se você deseja usar uma Solução de IA e pretende utilizá-la com entradas controladas ou pertencentes à Magna, 
deve primeiro confirmar que ela está listada como Solução de IA Aprovada no AI MagNET – Soluções e Tecnologias 
de IA. Se ainda não for aprovado, você é responsável por propor a ferramenta no MagNet e seguir o processo de 
aprovação aplicável. 

Sempre assuma que não há confidencialidade para quaisquer Entradas inseridas em uma Solução de IA não 
aprovada. Como resultado, quaisquer Inputs usados em uma Solução de IA não aprovada podem comprometer os 
direitos de proteção de propriedade intelectual da Magna. 

4. Usos proibidos  
Você não pode usar Soluções de IA para realizar qualquer ato ou alcançar qualquer resultado proibido por lei, ou que 
possa prejudicar a reputação da Magna, incluindo qualquer forma de fraude, discriminação, assédio, intimidação, bullying 
ou outro dano. Além disso, você não pode usar Soluções de IA para fazer qualquer uma das seguintes opções: 

• manipular o comportamento ou explorar as vulnerabilidades de qualquer pessoa de maneira prejudicial, incluindo 
vulnerabilidades relacionadas à idade, deficiência ou situação social ou econômica específica; 

• avaliar ou classificar uma pessoa de maneiras que possam resultar em discriminação ou dano, incluindo com base 
em comportamento social ou características pessoais; 

• criar bancos de dados de reconhecimento facial (emoção) por meio do scraping não direcionado de imagens faciais; 
• reconhecer as emoções de uma pessoa no ambiente de trabalho; ou 
• Categorize qualquer pessoa com base em características pessoais sensíveis ou legalmente protegidas, incluindo 

etnia, religião, idade, orientação sexual e opiniões políticas, de forma que possa causar discriminação ou danos.  

5. Inclusão de Avisos de Responsabilidade por IA  
Você deve adicionar um aviso de responsabilidade sobre IA em qualquer situação envolvendo Soluções de 
IA aonde a falha em fazê-lo possa razoavelmente prejudicar ou enganar outras pessoas.  

• Requisito Legal: Em qualquer situação em que a Lei Aplicável exigir a inclusão de um aviso legal, você deve 
utilizá-lo. 

• Melhores Práticas: Para itens rotineiros, como e-mails do dia a dia, um aviso geralmente não é necessário. Em 
outras situações públicas ou críticas para negócios, como trabalhos fortemente gerados por IA e/ou que possam 
influenciar significativamente decisões, um aviso deve ser considerado. 

Outras circunstâncias específicas em que um aviso de responsabilidade de IA deve ser usado incluem quando: 

• Soluções de IA interagem diretamente com humanos (por exemplo, chatbots), e não está claro para uma pessoa 
razoavelmente informada que a interação envolva uma Solução de IA;  

• As saídas de IA que você está usando ou enviando incluem imagens, áudios ou vídeos manipulados que parecem 
falsamente autênticos ou poderiam razoavelmente ser percebidos como autênticos; e 

• Os Resultados de IA têm como objetivo informar partes interessadas internas ou externas sobre questões de 
interesse público (por exemplo, comunicações sobre produtos, serviços ou segurança que podem afetar clientes ou 
outras partes interessadas) quando apresentadas como factuais ou autoritativas. 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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Uma forma sugerida de aviso legal é: "O conteúdo a seguir foi gerado por meio do uso de uma solução de inteligência 
artificial." 

Certas exceções se aplicam. Por exemplo, texto gerado por IA não precisa de rotulagem se foi revisado e editado por 
um humano que assume a responsabilidade editorial. Além disso, nenhum aviso é necessário quando já está claro que 
a interação envolve IA. 

6. Aquisição ou Desenvolvimento de uma Solução de IA  
Se você pretende adquirir (incluindo compra, licenciamento ou assinatura) ou desenvolver/co-desenvolver uma Solução 
de IA, você é responsável por acompanhar o processo de aprovação da Magna para Soluções de IA através do link em 
AI MagNET – Soluções e Tecnologias de IA. 

Esse processo envolve duas etapas distintas: 

• Passo 1: acompanhar iniciativas, ideias e casos de uso planejados de IA para promover transparência, avaliar o 
valor do negócio e a viabilidade financeira, minimizar a duplicação de esforços, bem como fortalecer a governança 
e a gestão de riscos; e 

• Passo 2: documentação, categorização e avaliação de riscos das soluções de IA da etapa anterior, que são 
aprovadas e implementadas.  

Dependendo do seu papel em relação à Solução de IA que está sendo adquirida ou desenvolvida, você pode ser 
considerado o "desenvolvedor" da solução, inclusive para fins de conformidade com esta Política e os Princípios de IA 
Responsável da Magna, bem como os Procedimentos para Desenvolvedores de IA e a EUAIA. 

7. Agentes de IA  
Você pode usar Agentes de IA criados para suas necessidades específicas de trabalho por meio da Approved AI 
Solutions. Agentes de IA são soluções de IA totalmente sujeitas a esta Política.  

Se você é o proprietário do negócio que está implantando um Agente de IA para seu próprio uso ou para o da sua 
equipe, você é responsável por obter aprovação prévia do Agente de IA através do processo de aprovação em duas 
etapas na Seção 6 acima. Além disso, você é responsável por fazer a comunicação com a equipe técnica para o 
monitoramento e supervisão necessários do seu Agentes de IA ao longo do ciclo de vida (ou seja, do design inicial até 
a aposentadoria, incluindo comunicação entre agentes), o que inclui conformidade com requisitos de governança, 
normas e diretrizes de TI organizacionais, bem como o Princípios de Responsabilidade de AI. Por fim, você também 
precisará seguir quaisquer outros requisitos descritos no Procedimentos para Desenvolvedores de IA em relação a 
Agentes de IA. 

INFORMAÇÕES ADICIONAIS 
1. Conformidade com as Políticas Magna e a Legislação Aplicável 

Em todas as situações envolvendo o Uso ou Desenvolvimento de Soluções de IA, você deve cumprir a Lei Aplicável, 
os Princípios de IA Responsável da Magna  e outras políticas relevantes da Magna (por exemplo, Política de 
Informações Confidenciais, Política de Privacidade de Dados, etc.). Por favor, consulte o Apêndice B desta Política para 
uma lista dessas leis e políticas relacionadas à Magna. 

Além disso, as obrigações da Magna e de cada pessoa a quem esta Política se aplica estarão sujeitas à Lei Aplicável 
e, na medida em que houver inconsistências, serão interpretadas o mais próximo possível dos requisitos desta Política, 
permanecendo em conformidade com a Lei Aplicável. 

2. Conformidade com Requisitos de Clientes, Fornecedores, Vendedores e Outros 
Terceiros e Acordos de Confidencialidade 

Você deve considerar limitações, restrições e proibições contratuais ao lidar com dados e informações de terceiros em 
uma solução de IA. Em alguns casos, você pode não ter permissão para usar e/ou inserir esses dados de terceiros na 
Solução de IA, pois isso pode estar violando um acordo de confidencialidade ou outros acordos similares. Você deve 
discutir as obrigações de confidencialidade aplicáveis, restrições, proibições e outras limitações contratuais com o 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.leanix.net/magna/dashboard/68094db7-62d1-430f-a569-65efdc73afa6
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
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Conselheiro Jurídico do Grupo, Regional ou Corporativo para ajudar a Magna a evitar qualquer violação de seus 
compromissos contratuais. Além disso, você também deve cumprir a Política de Confidencialidade da Magna. 

3. Treinamento 
A Magna fornecerá recursos e treinamentos para ajudar você a entender melhor as capacidades e limitações das 
soluções de IA. Você é responsável por completar todo o treinamento exigido em tempo hábil. 

4. Relatórios 
Monitore, documente e relate quaisquer falhas que você enfrente ao desenvolver uma solução de IA, assim como 
quaisquer saídas de IA tendenciosas, prejudiciais, imprecisas ou anômalas. Em muitos casos, esse tipo de relatório 
pode ocorrer diretamente dentro de uma Solução de IA – se for o caso, você deve usar essa função de relatório. Em 
situações em que não há função de relatório na própria Solução de IA, ou você acredita que os riscos/consequências 
são significativos, você pode denunciar à Magna Hotline através da seção 'Privacidade de Dados / Preocupação com 
Inteligência Artificial (IA)'. 

Se você tomar conhecimento de qualquer suspeita de violação desta Política ou de que os direitos de propriedade 
intelectual da Magna foram violados, deve delatar por meio da Linha Direta da Magna.  

Dependendo da região e das circunstâncias, também podem ser necessários relatórios para agências governamentais 
competentes; nada nesta Política impede que você fale com agências governamentais em sua capacidade individual. 

5. Monitoramento de Conformidade 
A Magna se reserva o direito de monitorar o cumprimento desta Política por parte das Pessoas Magna. A Magna 
implementará medidas para prevenir, monitorar e responder a incidentes envolvendo Soluções de IA, incluindo casos 
de dano e resultados tendenciosos, bem como violações de segurança, confidencialidade e privacidade de dados. 

6. Responsabilização por Violações desta Política 
Se você violar os termos desta Política, poderá estar sujeito a medidas disciplinares, incluindo a rescisão do seu contrato 
de trabalho. 

7. Para mais informações 
Para mais informações ou orientações, entre em contato com seus Leads Globais de IA designados ou envie um e-
mail ai.governance@magna.com.  

 
Emitido:   21 de janeiro de 2026 
Revisado:  N/A 
Próxima Revisão: Q1 2027 
Emitido por: Recursos Humanos e Tecnologia da Informação 
Aprovado por: Recursos Humanos e Tecnologia da Informação 

 

https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://secure.ethicspoint.com/domain/media/en/gui/38845/report.html
https://secure.ethicspoint.com/domain/media/en/gui/38845/report.html
https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Contacts.aspx
mailto:ai.governance@magna.com
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APÊNDICE A – DEFINIÇÕES 
"Agente IA " refere-se a Soluções de IA que podem planejar, tomar ações ou completar tarefas com certa autonomia, 
enquanto ainda operam sob supervisão humana (ou seja, IA Agential é a capacidade (IA que pode agir, planejar ou 
perseguir objetivos)). 

"IA" significa inteligência artificial. 

"Agentes de IA" refere-se a ferramentas ou sistemas específicos que utilizam capacidades agenticas para realizar tarefas 
ou fluxos de trabalho em nome do usuário dentro de parâmetros controlados (ou seja, Agentes de IA são as ferramentas 
ou sistemas que utilizam essa capacidade para executar tarefas na prática). Exemplos incluem:  agentes de IA no 
Microsoft Teams para ajudar a agendar reuniões ou responder perguntas de funcionários; assistentes especializados 
em IA, etc. 

"Procedimentos de Desenvolvedor de IA" refere-se aos Procedimentos de Desenvolvedor de IA. 

"Resultados de IA" significa qualquer conteúdo (incluindo texto, imagens, áudio, vídeo e código de software), resultados, 
recomendações, decisões e/ou outros resultados gerados por uma Solução de IA.  

"Solução IA" significa todos os sistemas, recursos, casos de uso, produtos, plataformas e ferramentas de IA, incluindo 
Sistemas Tradicionais de IA, Sistemas de IA Geracionais, Agentes de IA e IA Agente. 

"Lei aplicável" conforme definido no Apêndice B. 

"Soluções de IA Aprovadas" significa soluções de IA que atendem aos protocolos de segurança de TI e aos requisitos 
de confidencialidade da Magna, e que foram aprovadas e implantadas para uso no negócio da Magna. A lista de 
Soluções de IA Aprovadas pela Magna  pode ser encontrada aqui. 

"Desenvolvimento" de uma solução de IA significa que você tem um nível maior de interação com a solução, que se 
estende a qualquer um dos seguintes aspectos:  

• desenvolver especificações para a Solução de IA;  
• construir, projetar, refinar ou treinar o modelo e o algoritmo da Solução de IA; 
• coletar, processar ou treinar os conjuntos de dados subjacentes à Solução de IA;  
• testando ou validando a Solução de IA; ou  
• usando uma ferramenta de terceiros para Desenvolvimento. 
 
O desenvolvimento de uma solução de IA pode ser:  

• exclusivamente para fins internos (por exemplo, automação de manufatura);  
• para uso por partes interessadas externas (por exemplo, clientes, fornecedores ou outros parceiros comerciais); ou  
• para incorporação aos produtos da Magna.  
 
Além disso,  o desenvolvimento de uma solução de IA pode ser realizado:  

• internamente por Pessoas da Magna (por exemplo, por meio do uso de ferramentas de terceiros, como NVIDIA Isaac 
Sim, bem como por recursos de IA em sistemas tradicionais como CATIA);  

• por um parceiro terceirizado para ou em nome da Magna; ou  
• conjuntamente por uma equipe que inclui Pessoas da Magna e pessoal de um desenvolvedor terceirizado.  

"EUAIA" significa a Lei da União Europeia sobre IA. 

"Sistemas Gen AI" referem-se a soluções de IA projetadas principalmente para gerar novo conteúdo (por exemplo, 
texto, imagens, áudio, vídeo ou código etc.) ou para planejar e executar ações em múltiplas etapas de forma autônoma 
em direção a objetivos baseadas em padrões aprendidos a partir dos dados, em vez de apenas analisar ou classificar 
dados existentes. 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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"Entradas" significa quaisquer entradas, dados, consultas, comandos, informações ou documentos inseridos em uma 
Solução de IA. 

"Magna" significa Magna International Inc. e todos os seus Grupos operacionais, Divisões (incluindo joint ventures 
controladas), subsidiárias e outras operações globalmente. 

"Insumos de propriedade ou controlados pela Magna" significa dados, informações ou documentos sob os cuidados, 
posses ou controle da Magna e pertencentes a clientes, fornecedores ou outros parceiros comerciais da Magna, Magna, 
Personas ou Magna. 

"Magna" ou "você" significa todas as pessoas que atuam em nome da Magna, incluindo: um empregado em tempo 
integral ou parcial da Magna; contratados independentes, diretores, consultores e agentes. 

"MAVIS" refere-se ao assistente do Sistema Virtual de Informação Magna AI. 

"Princípios RAI" referem-se aos Princípios de IA Responsável. 

"Sistemas Tradicionais de IA" referem-se a soluções de IA que utilizam modelos estatísticos/de aprendizado de 
máquina e/ou lógica baseada em regras para analisar ou classificar dados existentes e produzir resultados como 
previsões, recomendações ou decisões, e não são projetadas principalmente para gerar novo conteúdo ou para planejar 
e executar ações em múltiplas etapas de forma autônoma em direção a objetivos. 

"Uso" de uma Solução de IA significa que você está usando uma Solução de IA existente desenvolvida pela Magna ou 
por terceiros para realizar: 

• tarefas simples, como gerar um e-mail ou imagem, resumir texto ou responder a uma pergunta; ou   
• tarefas mais complexas, como apoiar o desenvolvimento de produtos e iniciativas de automação da manufatura da 

Magna. 

https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
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APÊNDICE B – LEIS APLICÁVEIS E POLÍTICAS MAGNA 

Legislação aplicável 
"Lei Aplicável" significa todas as leis, estatutos, 
regulamentos, regras, ordens, ordens, códigos, 
diretrizes, ordens, julgamentos, diretrizes e requisitos 
governamentais que possam entrar em vigor de 
tempos em tempos e que sejam relevantes para a 
forma como as Soluções de IA são selecionadas, 
usadas, desenvolvidas ou implantadas, incluindo 

• Regulamento (UE) 2024/1689 do Parlamento 
Europeu e do Conselho de 13 de junho de 2024 
estabelecendo regras harmonizadas sobre 
inteligência artificial ("EUAIA") 

Políticas Magna Relevantes / 
Relacionadas 
• Política de Informações Confidenciais da 

Magna 
• Política de Divulgação Corporativa da Magna 

International Inc. 
• Política, Procedimentos e Diretrizes de 

Privacidade e Proteção de Dados da Magna 
International Inc. 

• Política de Classificação de Informações 
Magna  

• Política de Segurança Corporativa Magna 
• Política Global de E-mail, Internet/Intranet e 

Mídias Sociais da Magna 
• Política de Segurança de TI/OT da Magna 
• Política de Resposta a Incidentes de 

Cibersegurança da Magna International Inc. 
• Política de Saúde, Segurança e Meio 

Ambiente da Magna 
 

 

https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Information-Security-Policies.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FInformationSecurity%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
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