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Zásady zodpovedného využívania umelej 
inteligencie 
INFORMAČNÉ TECHNOLÓGIE │ VYDANÉ: 21. januára 2026 │Revidované:
NEUPLATŇUJE SA 

Tieto zásady stanovujú záväzok spoločnosti Magna k zodpovednému používaniu a vývoju 
riešení umelej inteligencie v rámci našich prevádzok, produktov a obchodných procesov. 
Tieto riešenia predstavujú príležitosti na zvýšenie hodnoty, ale môžu tiež vytvárať právne, 
reputačné a iné riziká pre spoločnosť Magna, jej zamestnancov a ďalšie zainteresované 
strany. Vaše dôkladné dodržiavanie týchto zásad je kľúčové pre podporu bezpečného a 
zodpovedného používania umelej inteligencie s cieľom maximalizovať príležitosti a 
minimalizovať jej riziká. 

UPLATŇOVANIE TÝCHTO ZÁSAD 
Tieto zásady sa vzťahujú na spoločnosť Magna International Inc. a všetky jej prevádzkové skupiny, divízie (vrátane 
kontrolovaných spoločných podnikov), dcérske spoločnosti a ďalšie prevádzky na celom svete. Tieto zásady sa vzťahujú 
aj na všetky osoby, ktoré konajú v mene spoločnosti Magna vrátane zamestnancov spoločnosti Magna na plný alebo 
čiastočný úväzok, nezávislých dodávateľov, úradníkov, riaditeľov, konzultantov a zástupcov – v týchto zásadách 
označujeme všetky takéto osoby ako „vy“ alebo „osoby spoločnosti Magna“. 

Tieto zásady stanovujú požiadavky na zodpovedné, etické a bezpečné používanie a vývoj z vašej strany: 

• všetky riešenia umelej inteligencie vrátane tradičných systémov umelej inteligencie, systémov generatívnej
umelej inteligencie, agentov umelej inteligencie a agentovej umelej inteligencie a

• akékoľvek výstupy umelej inteligencie generované riešením s umelou inteligenciou.

„Používanie“ riešenia s umelou inteligenciou znamená, že používate existujúce riešenie s umelou inteligenciou 
vyvinuté spoločnosťou Magna alebo treťou stranou na vykonávanie: 

• jednoduchých úlohy, ako napríklad generovanie e-mailu alebo obrázka, zhrnutie textu alebo zodpovedanie otázky;
alebo

• zložitejších úloh, ako napríklad podpora vývoja produktov spoločnosti Magna, obchodných procesov a iniciatív
automatizácie výroby.

„Vývoj“ riešenia s umelou inteligenciou znamená, že máte vyššiu úroveň interakcie s riešením, čo sa vzťahuje na 
ktorékoľvek z nasledujúcich oblastí:  

• vývoj špecifikácií pre riešenie s umelou inteligenciou;
• budovanie, navrhovanie, zdokonaľovanie alebo trénovanie modelu a algoritmu riešenia s umelou inteligenciou;
• zhromažďovanie, spracovanie alebo trénovanie súborov údajov, ktoré sú základom riešenia s umelou

inteligenciou;
• testovanie alebo overovanie riešenia s umelou inteligenciou; alebo
• používanie nástroja tretej strany na vývoj.

Vývoj riešenie s umelou inteligenciou môže byť: 

• výlučne na interné účely (napr. automatizácia výroby);
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• na použitie externými zainteresovanými stranami (napr. zákazníkmi, dodávateľmi alebo inými obchodnými 
partnermi); alebo  

• na zapracovanie do produktov spoločnosti Magna.  

Okrem toho sa môže vývoj riešenia s umelou inteligenciou vykonávať:  

• interne osobami spoločnosti Magna (napr. prostredníctvom nástrojov tretích strán, ako je NVIDIA Isaac Sim, ako aj 
prostredníctvom funkcií umelej inteligencie v tradičných systémoch, ako je CATIA);  

• treťou stranou pre spoločnosť Magna alebo v jej mene; alebo  
• spoločne v tíme, ktorý zahŕňa zamestnancov spoločnosti Magna a personál externého vývojára.  
Okrem slov „používanie“ a „vývoj“ sú v týchto zásadách tučne zvýraznené aj ďalšie kľúčové pojmy. Definície týchto 
kľúčových pojmov sa nachádzajú v dodatku A k týmto zásadám. 

ZODPOVEDNÁ UMELÁ INTELIGENCIA V SPOLOČNOSTI MAGNE  
Pre spoločnosť Magna je dôležité dosiahnuť výhody produktivity vďaka umelej inteligencii a zároveň minimalizovať 
riziká a chrániť našich zamestnancov. Zohrávate kľúčovú úlohu pri dosahovaní týchto cieľov spoločnosti Magna tým, že 
budete dôsledne dodržiavať nižšie uvedené zásady a postupy:  

1. Snažte sa pochopiť a zvládnuť riziká spojené s používaním riešení umelej 
inteligencie  

Používanie riešení s umelou inteligenciou môže vytvárať riziká, ktorým musíte porozumieť a pomôcť ich riadiť, 
vrátane týchto faktorov:  

• Zaujatosť: Riešenia s umelou inteligenciou sa dokážu učiť a posilňovať predsudky prítomné v ich tréningových 
dátach, čo môže viesť k skresleným výsledkom a nezamýšľaným následkom, ako sú napríklad diskriminačné praktiky 
pri prijímaní do zamestnania. Musíte si byť vedomí rizika skreslenia a pri posudzovaní výstupov umelej inteligencie 
by ste mali pristupovať kriticky. 

• Kybernetické hrozby: Riešenia s umelou inteligenciou možno použiť alebo zneužiť na spustenie kybernetických 
útokov, krádež identít a ohrozenie bezpečnosti. Riešenie s umelou inteligenciou by ste nikdy nemali používať na 
tieto ani žiadne iné nezákonné účely. Okrem toho pomáhate chrániť spoločnosť Magna pred kybernetickými útokmi 
a inými externými hrozbami tým, že neinštalujete neoprávnené pluginy, konektory, doplnky ani rozhrania API. 
Riešenia s umelou inteligenciou. 

• Nedostatok transparentnosti: Algoritmy umelej inteligencie fungujú spôsobmi, ktoré nie sú dobre pochopené a 
často produkujú chybné výstupy umelej inteligencie. Ako je podrobnejšie opísané nižšie, musíte vykonávať dohľad 
nad výstupmi umelej inteligencie, aby ste zabezpečili, že sú presné, spoľahlivé, relevantné, nezaujaté a vhodné 
na zamýšľané použitie. 

• Dôvernosť a ochrana osobných údajov: Mnohé riešenia s umelou inteligenciou zhromažďujú údaje počas ich 
používania, čo vývojárom potenciálne umožňuje prístup k dôverným a/alebo zákonom chráneným údajom a 
osobným informáciám. Musíte sa odhlásiť z toho, aby systém generatívne umelej inteligencie tretej strany 
používal vstupy vlastnené alebo kontrolované spoločnosťou Magna (vrátane osobných údajov osôb spoločnosti 
Magna) na trénovanie, vývoj alebo revíziu svojho modelu. 

• Práva duševného vlastníctva: Systémy generatívnej umelej inteligencia môžu vytvárať výstupy umelej 
inteligencie, ktoré porušujú práva duševného vlastníctva tretích strán. Sem patrí napríklad používanie písaného 
textu bez riadneho uvedenia zdroja a citácie, neoprávnené použitie alebo kopírovanie obrázkov, umeleckých diel, 
návrhov, softvérového kódu alebo iných materiálov, navrhovanie návrhov produktov alebo procesov, ktoré porušujú 
patenty tretích strán.  
Riešenia a výstupy umelej inteligencie nesmiete používať spôsobom, ktorý porušuje práva duševného vlastníctva 
tretích strán (vrátane autorských práv, patentov, dizajnov a ochranných známok). 
Okrem toho, ak používate riešenia s umelou inteligenciou na vytvorenie akéhokoľvek pracovného produktu, ktorý 
spoločnosť Magna môže potrebovať chrániť podľa zákonov o duševnom vlastníctve, musíte spolupracovať s 
právnym tímom spoločnosti Magna pre duševné vlastníctvo, aby ste zabezpečili, že spoločnosť Magna bude schopná 
chrániť akýkoľvek pracovný produkt, ktorý môže byť založený na výstupoch umelej inteligencie. 
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2. Vykonávanie dohľadu  
Výstupy umelej inteligencie si vyžadujú kritické ľudské preskúmanie pred ich finalizáciou, spoliehaním sa na ne a/alebo 
zdieľaním interne alebo externe. Keďže ste zodpovední za všetky výstupy umelej inteligencie, ktoré používate vo svojej 
práci pre spoločnosť Magna, predtým, ako sa spoľahnete na výstupy umelej inteligencie, ich musíte pozorne 
vyhodnotiť, podrobiť analytickému mysleniu a racionálnemu úsudku. 

Nespoliehajte sa na výstupy umelej inteligencie, o ktorých viete, že boli vygenerované porušením platných právnych 
predpisov alebo práv kohokoľvek iného, alebo ktoré by mohli poškodiť povesť spoločnosti Magna. Príklady môžu zahŕňať 
výstupy umelej inteligencie, ktoré porušujú autorské práva alebo práva na ochranné známky iných.  

Ak si aj po vynaložení primeraného úsilia stále nie ste istí platnosťou výstupu umelej inteligencie, nespoliehajte sa naň 
– najmä v situáciách, ktoré predstavujú významné právne alebo reputačné riziko.  

3. Používajte schválené riešenia umelej inteligencie od spoločnosti Magna  
Spoločnosť Magna overila niekoľko riešení s umelou inteligenciou, aby zabezpečila súlad s našimi štandardmi 
kybernetickej bezpečnosti a našimi zásadami dôvernosti a ochrany osobných údajov. Vždy, keď je to možné, by ste mali 
používať schválené riešenia s umelou inteligenciou spoločnosti Magna, kam patrí:  

• MAVIS;  
• asistenti Microsoft M365 Copilot a Copilot Chat;  
• asistent kódovania a programovania GitHub Copilot;  
• platforma Microsoft Azure AI Foundry Models; 
• služba Amazon Bedrock na prístup k základovým modelom a ich správu a 
• platforma Databricks. 

Ak chcete používať riešenie s umelou inteligenciou a máte v úmysle ho používať so vstupmi, ktoré vlastní alebo riadi 
spoločnosť Magna, musíte najprv potvrdiť, že je toto riešenie uvedené ako schválené riešenie s umelou inteligenciou 
na AI MagNET – Riešenia a technológie umelej inteligencie. Ak ešte nebolo schválené, ste zodpovední za navrhnutie 
nástroja v MagNet a podľa príslušného schvaľovacieho procesu. 

Vždy predpokladajte, že pre žiadne vstupy zadané do neschváleného riešenia s umelou inteligenciou neexistuje 
žiadna dôvernosť. V dôsledku toho by akékoľvek vstupy použité v neschválenom riešení s umelou inteligenciou mohli 
ohroziť práva duševného vlastníctva spoločnosti Magna. 

4. Zakázané použitie  
Riešenia s umelou inteligenciou nie je dovolené používať na vykonávanie akejkoľvek činnosti alebo dosiahnutie 
akéhokoľvek výsledku, ktorý je zakázaný zákonom alebo ktorý by poškodil povesť spoločnosti Magna, a to aj 
prostredníctvom akejkoľvek formy podvodu, diskriminácie, obťažovania, zastrašovania, šikanovania alebo inej ujmy. 
Okrem toho nie je dovolené používať riešenia s umelou inteligenciou na vykonávanie žiadnej z nasledujúcich činností: 

• manipulovať správanie alebo zneužívať zraniteľnosť akejkoľvek osoby škodlivým spôsobom vrátane zraniteľností 
súvisiacich s vekom, zdravotným postihnutím alebo špecifickou sociálnou či ekonomickou situáciou; 

• hodnotiť alebo klasifikovať osobu spôsobom, ktorý by mohol viesť k diskriminácii alebo ujme, a to aj na základe 
sociálneho správania alebo osobných charakteristík; 

• vytvárať databázy rozpoznávania tvárí (emócií) prostredníctvom necielenej extrakcie obrázkov tvárí; 
• rozpoznať emócie osoby na pracovisku; alebo 
• kategorizovať akúkoľvek osobu na základe citlivých alebo zákonom chránených osobných charakteristík vrátane 

etnickej príslušnosti, náboženstva, veku, sexuálnej orientácie a politických názorov spôsobom, ktorý by mohol 
spôsobiť diskrimináciu alebo ujmu.  

5. Zahrnutie vyhlásení o vylúčení zodpovednosti za umelú inteligenciu  
V každej situácii týkajúcej sa riešení s umelou inteligenciou, kde by nedodržanie tohto vyhlásenia mohlo 
primerane ublížiť alebo zavádzať ostatných.  

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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• Zákonná požiadavka: V každej situácii, kde rozhodné právo vyžaduje zahrnutie vyhlásenia o vylúčení 
zodpovednosti, musí jedno použiť. 

• Osvedčený postup: V prípade bežných položiek, ako sú napríklad každodenné e-maily, je vyhlásenie o vylúčení 
zodpovednosti vo všeobecnosti zbytočné. V iných situáciách, ktoré sú určené pre verejnosť alebo kritické pre 
podnikanie, ako napríklad v práci, ktorá je silne generovaná umelou inteligenciou a/alebo v ktorých by mohlo dôjsť 
k významnému ovplyvneniu rozhodnutia, je potrebné vyhlásenie o vylúčení zodpovednosti zvážiť. 

Ostatnéšpecifické okolnosti, za ktorých sa vyhlásenie o vylúčení zodpovednosti za umelú inteligenciu musí použiť, 
vrátane týchto prípadov: 

• riešenia s umelou inteligenciou interagujú priamo s ľuďmi (napr. chatboty) a primerane informovanej osobe nemusí 
byť úplne jasné, že komunikuje s riešením s umelou inteligenciou;  

• výstupy umelej inteligencie, ktoré používate alebo odosielate, zahŕňajú upravené obrázky, zvuk alebo video, ktoré 
sa falošne javia ako autentické alebo by mohli byť primerane vnímané ako autentické a 

• výstupy umelej inteligencie sú určené na informovanie interných alebo externých zainteresovaných strán o 
záležitostiach verejného záujmu (napr. komunikácia o produktoch, službách alebo bezpečnosti, ktorá môže mať 
vplyv na zákazníkov alebo iné zainteresované strany), ak sú prezentované ako faktické alebo smerodajné. 

Navrhovaná forma vyhlásenia o vylúčení zodpovednosti predstavuje: „Nasledujúci obsah bol vygenerovaný pomocou 
riešenia s umelou inteligenciou.“ 

Platia určité výnimky. Napríklad text vygenerovaný umelou inteligenciou nevyžaduje označenie, ak ho skontroloval a 
upravil človek, ktorý preberá redakčnú zodpovednosť. Okrem toho nie je potrebné žiadne vyhlásenie o vylúčení 
zodpovednosti, ak je už jasné, že pri interakcii dochádza ku komunikácii s umelou inteligenciou. 

6. Získanie alebo rozvíjanie riešenia s umelou inteligenciou  
Ak máte v úmysle získať (vrátane zakúpenia, licencie alebo predplatného) alebo vyvinúť/spoluvyvinúť riešenie s umelou 
inteligenciou, ste zodpovední za dodržiavanie schvaľovacieho procesu spoločnosti Magna pre riešenia s umelou 
inteligenciou prostredníctvom odkazu na AI MagNET – Riešenia a technológie umelej inteligencie. 

Tento proces zahŕňa dva odlišné kroky: 

• krok 1 sledovanie plánovaných iniciatív, nápadov a prípadov použitia v oblasti umelej inteligencie s cieľom 
podporiť transparentnosť, posúdiť obchodnú hodnotu a finančnú uskutočniteľnosť, minimalizovať duplicitu úsilia, ako 
aj posilniť riadenie a riadenie rizík a 

• krok 2 dokumentácia, kategorizácia a hodnotenie rizík riešení s umelou inteligenciou z predchádzajúceho kroku, 
ktoré sú schválené a implementované.  

V závislosti od vašej úlohy v súvislosti s riešením s umelou inteligenciou, ktoré sa získava alebo vyvíja, môžete byť 
považovaní za „vývojára“ riešenia, a to aj na účely dodržiavania týchto zásad a zásad spoločnosti Magna zásady 
zodpovednej umelej inteligencie ako aj postupy pre vývojárov umelej inteligencie a EUAIA. 

7. Agenti umelej inteligencie  
Môžete používať agentov umelej inteligencie, ktorí boli vytvorení pre vaše špecifické pracovné potreby prostredníctvom 
schválených riešení s umelou inteligenciou. Agenti umelej inteligencie sú riešenia s umelou inteligenciou, ktoré 
plne podliehajú týmto zásadám.  

Ak ste majiteľom firmy, ktorý používa agenta s umelou inteligenciou pre seba alebo svoj tím, ste zodpovední za získanie 
predchádzajúceho schválenia agenta umelej inteligencie prostredníctvom dvojkrokového schvaľovacieho procesu 
uvedeného v časti 6 vyššie. Okrem toho ste zodpovední za spoluprácu s technickým tímom pri požadovanom 
monitorovaní a dohľade nad vašimi agentmi umelej inteligencie počas celého ich životného cyklu (t. j. od počiatočného 
návrhu až po vyradenie z prevádzky vrátane komunikácie medzi agentmi), čo zahŕňa dodržiavanie požiadaviek na 
riadenie, organizačných IT štandardov a usmernení, ako aj zásad RAI. Nakoniec budete musieť splniť aj všetky ostatné 
požiadavky uvedené v postupoch pre vývojárov umelej inteligencie v súvislosti s agentmi umelej inteligencie. 

  

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.leanix.net/magna/dashboard/68094db7-62d1-430f-a569-65efdc73afa6
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
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DOPLŇUJÚCE INFORMÁCIE 
1. Dodržiavanie zásad spoločnosti Magna a platných zákonov 
Vo všetkých situáciách týkajúcich sa používania alebo vývoja riešení s umelou inteligenciou musíte dodržiavať platné 
právne predpisy,  zásady zodpovednej umelej inteligencie spoločnosti Magna a ďalšie relevantné zásady spoločnosti 
Magna (napr. zásady ochrany dôverných informácií, zásady ochrany osobných údajov atď.). Pozrite si dodatok B týchto 
zásad, kde nájdete zoznam takýchto zákonov a súvisiacich zásad spoločnosti Magna. 

Okrem toho sa povinnosti spoločnosti Magna a každej osoby, na ktorú sa tieto zásady vzťahujú, budú riadiť platnými 
právnymi predpismi a v rozsahu akýchkoľvek nezrovnalostí sa budú vykladať čo najbližšie k požiadavkám tejto politiky, 
pričom zostanú v súlade s platnými právnymi predpismi. 

2. Súlad s požiadavkami zákazníkov, dodávateľov, predajcov a iných tretích strán a 
s dohodami o mlčanlivosti 

Pri narábaní s údajmi a informáciami tretích strán v rámci riešenia s umelou inteligenciou musíte zvážiť zmluvné 
obmedzenia, reštrikcie a zákazy. V niektorých prípadoch nemusíte mať povolené používať a/alebo vkladať takéto údaje 
tretích strán do riešenia s umelou inteligenciou, pretože by to mohlo byť v rozpore s dohodou o mlčanlivosti alebo inými 
dohodami o dôvernosti. S právnym zástupcom skupiny, regiónu alebo spoločnosti musíte prediskutovať príslušné 
povinnosti týkajúce sa mlčanlivosti, obmedzenia, zákazov a iných zmluvných obmedzení, aby ste spoločnosti Magna 
pomohli vyhnúť sa akémukoľvek porušeniu jej zmluvných záväzkov. Okrem toho musíte dodržiavať aj zásady mlčanlivosti 
spoločnosti Magna. 

3. Školenie 
Spoločnosť Magna vám poskytne zdroje a školenia, ktoré vám pomôžu lepšie pochopiť možnosti a obmedzenia riešení 
s umelou inteligenciou. Ste zodpovední za včasné absolvovanie všetkých požadovaných školení. 

4. Zasielanie reportov 
Monitorujte, dokumentujte a hláste akékoľvek poruchy, s ktorými sa stretnete počas vývoja riešenia s umelou 
inteligenciou, ako aj akékoľvek skreslené, škodlivé, nepresné alebo anomálne výstupy umelej inteligencie. V mnohých 
prípadoch sa takéto hlásenie môže vyskytnúť priamo v rámci riešenia s umelou inteligenciou – ak áno, mali by ste 
použiť túto funkciu podania hlásenia. V situáciách, keď v samotnom riešení s umelou inteligenciou nie je k dispozícii 
funkcia podania hlásenia alebo ak sa domnievate, že riziká/dôsledky sú významné, môžete to nahlásiť na linke Magna 
Hotline cez časť „obavy týkajúce sa ochrany osobných údajov/umelej inteligencie (AI)“. 

Ak sa dozviete o akomkoľvek podozrení z porušenia týchto zásad alebo o porušení práv duševného vlastníctva 
spoločnosti Magna, musíte to nahlásiť prostredníctvom linky Magna Hotline.  

V závislosti od regiónu a okolností môžu byť potrebné aj hlásenia príslušným vládnym orgánom; nič v týchto zásadách 
vám nebráni v tom, aby ste sa s vládnymi orgánmi rozprávali samostatne. 

5. Monitorovanie súladu 
Spoločnosť Magna si vyhradzuje právo monitorovať dodržiavanie týchto zásad zamestnancami spoločnosti Magna. 
Spoločnosť Magna zavedie opatrenia na prevenciu, monitorovanie a reakciu na incidenty týkajúce sa riešení s umelou 
inteligenciou vrátane prípadov ujmy a skreslených výstupov, ako aj narušení bezpečnosti, dôvernosti a ochrany 
osobných údajov. 

6. Zodpovednosť za porušenie týchto zásad 
Ak porušíte podmienky tejto politiky, môže to mať za následok disciplinárne konanie a prípadne až ukončenie vášho 
pracovného vzťahu.  

  

https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://secure.ethicspoint.com/domain/media/en/gui/38845/report.html
https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
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7. Ďalšie informácie 
Ďalšie informácie alebo usmernenie vám poskytnú určení globálni vedúci v oblasti umelej inteligencie alebo ich 
získate na adrese ai.governance@magna.com.  

 
Vydané:    21. januára 2026 
Revidované:   neuvedené 
Dátum nasledujúcej revízie: 1. štvrťrok 2027 
Vydal:   Personálne oddelenie a informačné technológie 
Schválené:  Personálne oddelenie a informačné technológie 

 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Contacts.aspx
mailto:ai.governance@magna.com
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DODATOK A – DEFINÍCIE 
„Agentová umelá inteligencia“ označuje riešenia s umelou inteligenciou, ktoré dokážu plánovať, vykonávať akcie 
alebo dokončovať úlohy s určitou autonómiou, pričom stále fungujú pod ľudským dohľadom (t. j. agentová umelá 
inteligencia je schopnosť (umelá inteligencia, ktorá dokáže konať, plánovať alebo sledovať ciele)). 

„AI“ znamená umelá inteligencia. 

„Agenti umelej inteligencie“ označujú špecifické nástroje alebo systémy, ktoré využívajú agentové schopnosti na 
vykonávanie úloh alebo pracovných postupov v mene používateľa v rámci kontrolovaných parametrov (t. j. agenti umelej 
inteligencie sú nástroje alebo systémy, ktoré využívajú túto schopnosť na vykonávanie úloh v praxi). Príklady: Agenti 
umelej inteligencie v službe Microsoft Teams, ktorí pomáhajú plánovať stretnutia alebo odpovedať na otázky 
zamestnancov; špecializovaní asistenti s umelou inteligenciou atď. 

„Postupy pre vývojárov umelej inteligencie“ označujú postupy pre vývojárov umelej inteligencie. 

„Výstupy umelej inteligencie“ znamenajú akýkoľvek obsah (vrátane textu, obrázkov, zvuku, videa a softvérového kódu), 
výsledky, odporúčania, rozhodnutia a/alebo iné výstupy generované riešením s umelou inteligenciou.  

„Riešenie s umelou inteligenciou“ znamená všetky systémy, funkcie, prípady použitia, produkty, platformy a nástroje 
umelej inteligencie vrátane tradičných systémov umelej inteligencie, systémov generatívnej umelej inteligencie, 
agentov umelej inteligencie, a agentovej umelej inteligencie. 

„Rozhodné právo“ ako je definované v dodatku B. 

„Schválené riešenia s umelou inteligenciou“ znamenajú riešenia s umelou inteligenciou, ktoré spĺňajú bezpečnostné 
protokoly IT spoločnosti Magna a požiadavky na dôvernosť a boli schválené a nasadené na použitie v podnikaní 
spoločnosti Magna. Zoznam schválených riešení s umelou inteligenciou spoločnosti Magna nájdete tu. 

„Vývoj“ riešenia s umelou inteligenciou znamená, že máte vyššiu úroveň interakcie s riešením, čo sa vzťahuje na 
ktorékoľvek z nasledujúcich oblastí:  

• vývoj špecifikácií pre riešenie s umelou inteligenciou;  
• budovanie, navrhovanie, zdokonaľovanie alebo školenie modelov a algoritmu riešenia s umelou inteligenciou;  
• zhromažďovanie, spracovanie alebo trénovanie súborov údajov, ktoré sú základom riešenia s umelou 

inteligenciou;  
• testovanie alebo overovanie riešenia s umelou inteligenciou alebo  
• použitie nástroj tretej strany na vývoj. 
 
Vývoj riešenie s umelou inteligenciou môže byť:  

• výlučne na interné účely (napr. automatizácia výroby);  
• na použitie externými zainteresovanými stranami (napr. zákazníkmi, dodávateľmi alebo inými obchodnými partnermi); 

alebo  
• na zapracovanie do produktov spoločnosti Magna.  
 
Okrem toho sa môže vývoj riešenia s umelou inteligenciou vykonávať:  

• interne zamestnancami spoločnosti Magna (napr. prostredníctvom nástrojov tretích strán, ako napríklad NVIDIA Isaac 
Sim, ako aj prostredníctvom funkcií umelej inteligencie v tradičných systémoch, ako je CATIA);  

• treťou stranou pre spoločnosť Magna alebo v jej mene; alebo  
• spoločne v tíme, ktorý zahŕňa zamestnancov spoločnosti Magna a personál externého vývojára.  

„EUAIA“ znamená zákon EÚ o umelej inteligencii. 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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„Systémy generatívne umelej inteligencie“ označujú riešenia s umelou inteligenciou, ktoré sú primárne navrhnuté 
na generovanie nového obsahu (napr. textu, obrázkov, zvuku, videa alebo kódu atď.) alebo na autonómne plánovanie a 
vykonávanie viacstupňových akcií smerom k cieľom na základe vzorcov získaných z údajov, a nie len na analýzu alebo 
klasifikáciu existujúcich údajov. 

„Vstupy“ znamenajú akékoľvek vstupy, údaje, dotazy, príkazy, informácie alebo dokumenty zadané do riešenia s umelou 
inteligenciou. 

„Magna“ znamená spoločnosť Magna International Inc. a všetky jej prevádzkové skupiny, divízie (vrátane kontrolovaných 
spoločných podnikov), dcérske spoločnosti a ďalšie prevádzky na celom svete. 

„Vstupy vo vlastníctve alebo pod kontrolou spoločnosti Magna“ znamenajú údaje, informácie alebo dokumenty, ktoré 
sú v starostlivosti, držbe alebo pod kontrolou spoločnosti Magna a patria spoločnosti Magna, osobám spoločnosti Magna 
alebo zákazníkom, dodávateľom alebo iným obchodným partnerom spoločnosti Magna. 

„Osoby spoločnosti Magna“ alebo „vy“ označujú všetky osoby, ktoré konajú v mene spoločnosti Magna, vrátane: 
zamestnanca spoločnosti Magna na plný alebo čiastočný úväzok; nezávislých dodávateľov, úradníkov, riaditeľov, 
konzultantov a zástupcov. 

„MAVIS“ označuje asistenta virtuálneho informačného systému Magna AI. 

„Zásady RAI“ označujú zásady zodpovednej umelej inteligencie. 

„Tradičné systémy umelej inteligencie“ označujú riešenia s umelou inteligenciou, ktoré využívajú štatistické/strojové 
učenie a/alebo logiku založenú na pravidlách na analýzu alebo klasifikáciu existujúcich údajov a vytváranie výstupov, ako 
sú predpovede, odporúčania alebo rozhodnutia, a nie sú primárne určené na generovanie nového obsahu alebo na 
autonómne plánovanie a vykonávanie viacstupňových akcií smerom k cieľom. 

„Používanie“ riešenia s umelou inteligenciou znamená, že používate existujúce riešenie s umelou inteligenciou 
vyvinuté spoločnosťou Magna alebo treťou stranou na vykonávanie: 

• jednoduchých úlohy, ako napríklad generovanie e-mailu alebo obrázka, zhrnutie textu alebo zodpovedanie otázky; 
alebo   

• zložitejšie úlohy, ako napríklad podpora vývoja produktov spoločnosti Magna a iniciatív automatizácie výroby. 

https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
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PRÍLOHA B – PLATNÉ PRÁVNE PREDPISY A ZÁSADY SPOLOČNOSTI MAGNA 

Platný zákon 
„Platný zákon“ znamená všetky zákony, predpisy, 
nariadenia, pravidlá, nariadenia, kódexy, smernice, 
nariadenia, rozsudky, usmernenia a vládne 
požiadavky, ktoré môžu čas od času nadobudnúť 
účinnosť a ktoré sú relevantné pre spôsob výberu, 
používania, vývoja alebo nasadzovania riešení s 
umelou inteligenciou vrátane 

• nariadenia Európskeho parlamentu a Rady (EÚ) 
2024/1689 z 13. júna 2024, ktorým sa stanovujú 
harmonizované pravidlá týkajúce sa umelej 
inteligencie („EUAIA“) 

Súvisiace/relevantné zásady spoločnosti 
Magna 
• Zásady týkajúce sa dôverných informácií 

spoločnosti Magna 
• Magna International Inc. Zásady 

zverejňovania podnikových informácií 
• Magna International Inc. Zásady, postupy 

a usmernenia na ochranu súkromia 
a osobných údajov 

• Zásady klasifikácie informácií spoločnosti 
Magna  

• Zásady podnikovej bezpečnosti spoločnosti 
Magna 

• Globálne zásady spoločnosti Magna pre e-
mail, internet/intranet a sociálne médiá 

• Zásady zabezpečenia IT/OT spoločnosti 
Magna 

• Magna International Inc. Zásady odozvy na 
incidenty v oblasti bezpečnosti 

• Zásady ochrany zdravia, bezpečnosti a 
životného prostredia spoločnosti Magna 

 
 

https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Information-Security-Policies.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Information-Security-Policies.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FInformationSecurity%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FInformationSecurity%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
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