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Politika odgovorne uporabe umetne 
inteligence 
INFORMACIJSKA TEHNOLOGIJA │ IZDANO: 21. januarja 2026 │Revidirano: / 

Ta politika določa zavezanost družbe Magna k odgovorni uporabi in razvoju rešitev umetne 
inteligence v vseh naših dejavnostih, izdelkih in poslovnih procesih. Te rešitve predstavljajo 
priložnosti za povečanje vrednosti, lahko pa za Magno, njene zaposlene in druge deležnike 
ustvarjajo tudi pravna tveganja, tveganja glede ugleda in druga tveganja. Vaše skrbno 
upoštevanje te politike je ključnega pomena za spodbujanje varne in odgovorne uporabe 
umetne inteligence, da bi lahko kar najbolje izkoristili priložnosti in minimizirali tveganja. 

UPORABA POLITIKE 
Ta politika velja za družbo Magna International Inc. in vse njene operativne skupine, divizije (vključno s skupnimi podjetji 
pod nadzorom), podružnice in druge dejavnosti po vsem svetu. Ta politika velja tudi za vse osebe, ki delujejo v imenu 
družbe Magna, vključno z zaposlenimi v družbi Magna s polnim ali krajšim delovnim časom, neodvisnimi izvajalci, člani 
uprave, direktorji, svetovalci in zastopniki – v tej politiki vse navedene imenujemo »vi« ali »osebe, ki delujejo za Magno«. 

Ta politika opisuje zahteve za odgovorno, etično in varno uporabo ter razvoj:  

• vseh rešitev umetne inteligence (UI), vključno s klasičnimi sistemi UI, sistemi generativne UI, agenti UI in 
agentna UI ter  

• vseh rezultatov UI, ki jih generira rešitev UI.  

»Uporaba« rešitve UI pomeni, da uporabljate obstoječo rešitev UI, ki jo je razvila družba Magna ali tretja oseba, za 
izvajanje: 

• preprostih opravil, kot so generiranje e-pošte ali slik, povzemanje besedila ali odgovarjanje na vprašanje; ali   
• bolj zapletenih opravil, kot je podpora razvoju izdelkov, poslovnih procesov in pobud za avtomatizacijo proizvodnje v 

podjetju Magna. 

»Razvoj« rešitve UI pomeni, da imate višjo raven interakcije z rešitvijo, kar se nanaša na kar koli od tega:  

• razvoj specifikacij za rešitev UI;  
• izdelava, načrtovanje, optimiziranje ali učenje modela in algoritma rešitve UI;  
• zbiranje, obdelava ali učenje naborov podatkov, na katerih temelji rešitev UI;  
• testiranje ali potrjevanje rešitve UI; ali  
• uporaba orodja drugega ponudnika za razvijanje. 

Razvijanje rešitve UI je lahko:  

• izključno za interne namene (npr. avtomatizacija proizvodnje);  
• za uporabo s strani zunanjih deležnikov (npr. strank, dobaviteljev ali drugih poslovnih partnerjev); ali  
• za vgradnjo v Magnine izdelke.  

Poleg tega se lahko razvoj rešitve UI izvede:  

• interno s strani oseb, ki delujejo za Magno, (npr. z uporabo orodij drugih ponudnikov, kot je NVIDIA Isaac Sim, pa 



   

MAGNA INTERNATIONAL INC. │ POLITIKA ODGOVORNEGA UPORABE UI Stran 2 od 8 
 

tudi s funkcijami UI v tradicionalnih sistemih, kot je CATIA);  
• s strani tretjega partnerja za družbo Magna ali v njenem imenu; ali  
• skupaj s strani ekipe, ki vključuje osebe, ki delujejo za Magno, in osebje zunanjega razvijalca.  
Poleg izrazov »uporaba« in »razvoj« so v tej politiki s krepko pisavo označeni tudi drugi pomembni izrazi. Definicije teh 
pomembnih izrazov so na v Dodatka A k tej politiki. 

ODGOVORNA UMETNA INTELIGENCA PRI MAGNI  
Za Magno je pomembno, da izkoristi prednosti UI na področju storilnosti ter hkrati minimizira tveganja in zagotovi 
varnosti zaposlenih. Pri Magninem uresničevanju teh ciljev imate ključno vlogo s tem, da skrbno upoštevate 
spodnja načela in prakse:  

1. Razumevanje in obvladovanje tveganj, povezanih z uporabo rešitev UI  
Uporaba rešitev UI lahko ustvari tveganja, ki jih morate razumeti in pomagati obvladovati, vključno z naslednjimi:  

• Pristranskost: Rešitve UI se lahko učijo pristranskosti, prisotnih v svojih učnih podatkih, in jih krepijo, kar lahko 
povzroči izkrivljene rezultate in neželene posledice, kot so diskriminatorne prakse zaposlovanja. Pozorni morate biti 
na tveganje pristranskosti in zato rezultate UI kritično ocenjevati glede pristranskosti. 

• Grožnje kibernetski varnosti: Rešitve UI se lahko uporabljajo ali izkoriščajo za izvajanje kibernetskih napadov, 
krajo identitet in ogrožanje varnosti. Rešitve UI nikoli ne smete uporabljati za take ali kakršne koli druge nezakonite 
namene. Poleg tega pomagate zaščititi Magno pred kibernetskimi napadi in drugimi zunanjimi grožnjami, tako da na 
rešitve UI ne nameščate nedovoljenih vtičnikov, priključkov, dodatkov ali API-jev. 

• Pomanjkanje preglednosti: Algoritmi UI delujejo na načine, ki niso dobro razumljeni, in pogosto ustvarjajo 
pomanjkljive rezultate UI. Kot spodaj podrobneje opisano morate izvajati nadzor nad izhodnimi podatki UI, da 
zagotovite njihovo točnost, zanesljivost, ustreznost, nepristranskost in primernost za predvideno uporabo. 

• Zaupnost in zasebnost podatkov: Številne rešitve UI zbirajo podatke med uporabo, kar razvijalcem potencialno 
omogoča dostop do zaupnih in/ali zakonsko zaščitenih podatkov in osebnih podatkov. Sistemu generativne UI 
drugega ponudnika morate zavrniti dovoljenje za uporabo vhodnih podatkov, ki so v lasti ali pod nadzorom 
Magne (vključno z osebnimi podatki oseb, ki delujejo za Magno), za učenje, razvoj ali revizijo svojega modela. 

• Pravice intelektualne lastnine: Sistemi generativne UI lahko ustvarijo rezultate UI, ki kršijo pravice intelektualne 
lastnine tretjih oseb. Primeri vključujejo uporabo pisanega besedila brez ustrezne navedbe avtorstva in citiranja, 
nepooblaščeno uporabo ali kopiranje slik, umetniških del, oblikovanj, programske kode ali drugih gradiv ter 
predlaganje zasnov izdelkov ali postopkov, ki kršijo patente tretjih oseb.  
Rešitev UI in rezultatov UI ne smete uporabljati na način, ki krši pravice intelektualne lastnine tretjih oseb (vključno 
z avtorskimi pravicami, patenti, oblikovanji in blagovnimi znamkami). 
Poleg tega, če uporabljate rešitve UI za ustvarjanje delovnega izdelka, ki ga mora Magna morda zaščititi v skladu z 
zakoni o intelektualni lastnini, morate sodelovati z Magnino pravno ekipo za korporativno intelektualno lastnino in 
zagotoviti, da lahko Magna zaščiti morebitni delovni izdelek, ki lahko temelji na rezultatih UI. 

2. Izvajajte nadzor  
Preden se odloči, da so rezultati UI dokončni, se nanje zanesemo in/ali jih delimo interno ali eksterno, jih mora kritično 
pregledati človek. Ker ste odgovorni za vse rezultate UI, ki jih uporabljate pri svojem delu za Magno, jih morate 
premišljeno oceniti, analitično preučiti in utemeljeno presoditi, preden se zanesete nanje. 

Ne zanašajte se na rezultate UI, za katere veste, da so bili generirani s kršitvijo veljavne zakonodaje ali pravic kogar koli 
drugega oziroma bi lahko škodovali ugledu Magne. Primeri lahko vključujejo rezultate UI, ki kršijo avtorske pravice ali 
pravice do blagovnih znamk drugih.  

Če po razumnih prizadevanjih še vedno niste prepričani o veljavnosti rezultata UI, ga ne uporabljajte, zlasti v okoliščinah, 
kjer je prisotno znatno pravno tveganje ali tveganje za ugled.  

3. Uporabite Magnine odobrene rešitve za UI  
Magna je preverila številne rešitve UI, da bi zagotovila skladnost z našimi standardi kibernetske varnosti ter našimi 
politikami glede zaupnosti in zasebnosti podatkov. Kadar je le mogoče, uporabite Magnine odobrene rešitve UI, ki 
vključujejo:  
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• MAVIS;  
• pomočnika Microsoft M365 Copilot in Copilot Chat;  
• pomočnika za kodiranje in programiranje GitHub Copilot;  
• platformo Microsoft Azure AI Foundry Models; 
• storitev Amazon Bedrock za dostop do temeljnih modelov in njihovo upravljanje; ter 
• platformo Databricks. 

Če želite uporabljati rešitev UI in jo nameravate uporabljati z vhodnimi podatki, ki so v lasti Magne ali pod njenim 
nadzorom, morate najprej potrditi, da je navedena kot odobrena rešitev UI na strani AI MagNET – Rešitve in 
tehnologije UI. Če orodje še ni odobreno, ste odgovorni, da ga predlagate na platformi MagNet in sledite veljavnemu 
postopku odobritve. 

Vedno predpostavljajte, da za noben vhodni podatek, vnesen v neodobreno rešitev UI, ni nobenega jamstva zaupnosti. 
Posledično bi lahko kateri koli vhodni podatki, uporabljeni v neodobreni rešitvi UI, ogrozili Magnine pravice do zaščite 
intelektualne lastnine. 

4. Prepovedane uporabe  
Rešitev UI ne smete uporabljati za izvajanje kakršnih koli dejanj ali doseganje kakršnega koli rezultata, ki ga prepoveduje 
zakonodaja ali bi lahko škodoval ugledu družbe Magna, vključno s kakršno koli obliko goljufije, diskriminacije, 
nadlegovanja, ustrahovanja, ustrahovanja ali druge škode. Poleg tega vam rešitev UI ni dovoljeno uporabljati za kar koli 
od tega: 

• manipuliranje vedenja ali izkoriščanje ranljivosti katere koli osebe na škodljiv način, vključno z ranljivostmi, 
povezanimi s starostjo, invalidnostjo ali posebnim družbenim ali ekonomskim položajem; 

• ocenjevanje ali razvrščanje ljudi na načine, ki bi lahko povzročili diskriminacijo ali škodo, med drugim tudi na podlagi 
družbenega vedenja ali osebnih značilnosti; 

• ustvarjanje podatkovnih zbirk za prepoznavanje obrazov (čustev) z neciljnim »strganjem« slik obrazov; 
• prepoznavanje čustev posameznikov na delovnem mestu; ali 
• kategoriziranje kogar koli na podlagi občutljivih ali zakonsko zaščitenih osebnih značilnosti, vključno z etnično 

pripadnostjo, veroizpovedjo, starostjo, spolno usmerjenostjo in političnimi prepričanji, na način, ki bi lahko povzročil 
diskriminacijo ali škodo.  

5. Vključitev izjav o omejitvi odgovornosti za UI  
V vseh okoliščinah, ki vključuje rešitve UI, morate dodati izjavo o omejitvi odgovornosti za UI, kjer bi lahko 
opustitev tega razumno škodovala ali zavedla druge.  

• Pravna zahteva: V vseh primerih, kjer veljavna zakonodaja zahteva vključitev izjave o omejitvi odgovornosti, jo 
morate uporabiti. 

• Najboljša praksa: Za rutinske elemente, kot so vsakodnevna e-poštna sporočila, izjava o omejitvi odgovornosti na 
splošno ni potrebna. V drugih okoliščinah, usmerjenih v javnost, ali takih, ki so poslovno kritične, kot je delo, ki je v 
veliki meri generirano z UI in/ali bi lahko znatno vplivalo na odločitve, je treba razmisliti o vključitvi izjave o omejitvi 
odgovornosti. 

Druge posebne okoliščine, v katerih je uporaba izjave o omejitvi odgovornosti za UI obvezna, so med drugim naslednje: 

• rešitve UI neposredno komunicirajo z ljudmi (npr. klepetalni boti) in razumno obveščeni osebi ni jasno, da interakcija 
vključuje rešitev UI;  

• rezultati UI, ki jih uporabljate ali pošiljate, vključujejo manipulirane slike, zvok ali video, ki so lažno videti pristni ali bi 
lahko razumno bili razumljeni kot pristni; in 

• rezultati UI so namenjeni obveščanju notranjih ali zunanjih deležnikov o zadevah javnega interesa (npr. sporočila o 
izdelkih, storitvah ali varnosti, ki lahko vplivajo na stranke ali druge deležnike), kadar so predstavljeni kot dejanski ali 
verodostojni. 

Predlagana oblika izjave o omejitvi odgovornosti: »Naslednja vsebina je generirana z uporabo rešitve UI.« 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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Veljajo določene izjeme. Besedila, generiranega z UI, na primer ni treba označiti, če ga je pregledal in uredil človek, ki 
prevzema uredniško odgovornost. Poleg tega izjava o omejitvi odgovornosti ni potrebna, kadar je že jasno, da interakcija 
vključuje UI. 

6. Nabava ali razvoj rešitve UI  
Če predlagate nabavo (vključno z nakupom, licenciranjem ali naročnino) ali razvoj/sorazvoj rešitve UI, morate upoštevati 
Magnin postopek odobritve za rešitve UI prek povezave na strani AI MagNET – Rešitve in tehnologije UI. 

Ta postopek vključuje dva ločena koraka: 

• 1. korak: sledenje načrtovanim pobudam, zamislim in primerom uporabe UI za spodbujanje preglednosti, oceno 
poslovne vrednosti in finančne izvedljivosti, zmanjšanje podvajanja prizadevanj ter krepitev upravljanja in 
obvladovanja tveganj; in 

• 2. korak dokumentiranje, kategoriziranje in ocenjevanje tveganja rešitev UI iz prejšnjega koraka, ki so odobrene in 
izvedene.  

Glede na vašo vlogo v zvezi nabavo ali razvojem rešitve UI ste lahko obravnavani kot »razvijalec« rešitve, med drugim 
tudi za namene skladnosti s to politiko in Magninimi načeli za odgovorno UI, prav tako pa tudi postopki razvijalcev UI 
in evropskim aktom o umetni inteligenci. 

7. Agenti UI  
Uporabite lahko agente UI, ki so bili za vaše specifične delovne potrebe ustvarjeni prek odobrenih rešitev UI. Agenti 
UI so rešitve UI in zanje v celoti velja ta politika.  

Če ste odgovorni za oddelek, ki uvaja agenta UI za lastno uporabo ali uporabo v svoji ekipi, ste odgovorni za pridobitev 
predhodne odobritve za agenta UI prek dvostopenjskega postopka odobritve iz 6. razdelka zgoraj. Poleg tega ste 
odgovorni za sodelovanje s tehnično ekipo pri zahtevanem spremljanju in nadzoru svojih agentov UI skozi njihov celoten 
življenjski cikel (tj. od začetne zasnove do umika iz uporabe, vključno s komunikacijo med agenti), kar vključuje skladnost 
z zahtevami upravljanja, organizacijskimi standardi in smernicami za IT ter načeli za odgovorno UI. Upoštevati boste 
morali tudi vse druge zahteve, opisane v postopkih za razvijalce UI glede agentov UI. 

DODATNE INFORMACIJE 
1. Skladnost s politikami družbe Magna in veljavno zakonodajo 
V vseh primerih, ki vključujejo uporabo ali razvoj rešitev UI, morate upoštevati veljavno zakonodajo, Magnina načela 
za odgovorno UI in druge ustrezne politike družbe Magna (npr. politika o zaupnosti informacij, politika o zasebnosti 
podatkov itd.). V dodatku B te politike si oglejte seznam teh zakonov in Magninih povezanih politik. 

Poleg tega velja za obveznosti družbe Magna in vsake osebe, za katero velja ta politika, veljavna zakonodaja in v 
primeru morebitnih neskladij se te razlagajo, kolikor je mogoče v skladu z zahtevami te politike, vendar še vedno v skladu 
z veljavno zakonodajo. 

2. Skladnost z zahtevami in pogodbami o nerazkritju strank, dobaviteljev, 
prodajalcev in drugih tretjih oseb 

Pri ravnanju s podatki in informacijami tretjih oseb v rešitvi UI morate upoštevati pogodbene omejitve, prepovedi in 
omejitve. V nekaterih primerih morda ne boste smeli uporabljati in/ali vnašati takšnih podatkov tretjih oseb v rešitev UI, 
saj bi lahko s tem kršili pogodbo o nerazkritju ali druge dogovore o zaupnosti. O veljavnih obveznostih, omejitvah in 
prepovedih glede zaupnosti ter drugih pogodbenih omejitvah se morate pogovoriti s pravnim svetovalcem skupine, regije 
ali podjetja, da bi Magni pomagali preprečiti kakršno koli kršitev pogodbenih obveznosti. Poleg tega morate upoštevati 
tudi Magnino politiko o zaupnosti. 

3. Usposabljanje 
Magna vam bo zagotovila vire in usposabljanje, ki vam bodo pomagali bolje razumeti zmogljivosti in omejitve rešitev UI. 
Odgovorni ste za pravočasno opravljanje vseh zahtevanih usposabljanj. 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
https://magna.leanix.net/magna/dashboard/68094db7-62d1-430f-a569-65efdc73afa6
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
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4. Poročanje 
Spremljajte, dokumentirajte in poročajte o vseh napakah, na katere naletite med razvojem rešitve UI, kot tudi o vseh 
pristranskih, škodljivih, netočnih ali anomaličnih rezultatih UI. V mnogih primerih se lahko takšno poročanje izvaja 
neposredno v rešitvi UI. Če je tako, uporabite to funkcijo za poročanje. V primerih, ko v sami rešitvi UI ni funkcije za 
poročanje ali če menite, da so tveganja/posledice znatne, lahko to prijavite na Magna Hotline v razdelku »Pomislek 
glede zasebnosti podatkov/umetne inteligence (UI)«. 

Če ste obveščeni o kakršnih koli domnevnih kršitvah te politike ali kršitvah Magninih pravic intelektualne lastnine, morate 
to prijaviti prek Magna Hotline.  

Glede na regijo in okoliščine so lahko potrebna tudi poročila pristojnim državnim agencijam. Noben del te politike vam ne 
preprečuje, da bi se z državnimi agencijami pogovarjali v svojem imenu. 

5. Spremljanje skladnosti 
Magna si pridržuje pravico do spremljanja skladnosti oseb, ki delujejo za Magno, s to politiko. Magna bo uvedla ukrepe 
za preprečevanje in spremljanje incidentov, ki vključujejo rešitve UI, ter odzivanje nanje, vključno s primeri škodovanja 
in pristranskih rezultatov ter kršitvami varnosti, zaupnosti in zasebnosti podatkov. 

6. Odgovornost za kršitve te politike 
Če kršite pogoje te politike, ste lahko kaznovani, vključno z odpovedjo pogodbe o zaposlitvi.  

7. Več informacij 
Za dodatne informacije ali navodila se obrnite na svoje pooblaščene globalne vodje za področje UI ali pišite na 
ai.governance@magna.com.  

 
Izdano:   21. januar 2026 
Revidirano:  / 
Naslednji pregled: 1. četrtletje 2027 
Izdajatelj:  Kadrovska služba in informacijska tehnologija 
Odobritelj: Kadrovska služba in informacijska tehnologija 

 

https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://secure.ethicspoint.com/domain/media/en/gui/38845/report.html
https://secure.ethicspoint.com/domain/media/en/gui/38845/report.html
https://magna.sharepoint.com/sites/Magna-HR/SitePages/Magna-Hotline.aspx
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Contacts.aspx
mailto:ai.governance@magna.com
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DODATEK A – DEFINICIJE 
»Agentna UI« se nanaša na rešitve UI, ki lahko načrtujejo, izvajajo ukrepe ali opravljajo naloge z določeno avtonomijo, 
hkrati pa delujejo pod človeškim nadzorom (tj. agentna UI je zmožnost (UI, torej, ki lahko ukrepa, načrtuje ali zasleduje 
cilje)). 

» UI« pomeni umetna inteligenca. 

»Agenti UI« so specifična orodja ali sistemi, ki uporabljajo agentne zmogljivosti za izvajanje opravil ali delovnih procesov 
v imenu uporabnika v okviru nadzorovanih parametrov (tj. agenti UI so orodja ali sistemi, ki to zmogljivost uporabljajo za 
izvajanje opravil v praksi). Primeri vključujejo: agente UI v storitvi Microsoft Teams, ki pomagajo pri načrtovanju sestankov 
ali odgovarjanju na vprašanja zaposlenih; specializirane UI-pomočnike itd. 

»Postopki razvijalcev UI« se nanašajo na postopke za razvijalce UI. 

»Rezultati UI« pomeni vso vsebino (vključno z besedilom, slikami, zvokom, videoposnetki in programsko kodo), izhode, 
priporočila, odločitve in/ali druge izhodne podatke, ki jih ustvari rešitev UI.  

»Rešitev UI« pomeni vse sisteme, funkcije, primere uporabe, izdelke, platforme in orodja UI, vključno s tradicionalnimi 
sistemi UI, generativnimi sistemi UI, agenti UI in agentno UI. 

»Veljavna zakonodaja«, kot je opredeljeno v dodatku B. 

»Odobrene rešitve UI« pomeni rešitve UI, ki izpolnjujejo Magnine protokole glede varnosti IT in zahteve glede zaupnosti 
ter so bile odobrene in uvedene za uporabo v Magninem poslovanju. Seznam Magninih odobrenih rešitev UI je tukaj. 

»Razvoj« rešitve UI pomeni, da imate višjo raven interakcije z rešitvijo, kar se nanaša na kar koli od tega:  

• razvoj specifikacij za rešitev UI  
• izdelava, načrtovanje, optimiziranje ali učenje modela in algoritma rešitve UI;  
• zbiranje, obdelava ali učenje naborov podatkov, na katerih temelji rešitev UI;  
• testiranje ali potrjevanje rešitev UI; ali  
• uporaba orodja drugega ponudnika za razvijanje. 
 
Razvijanje rešitve UI je lahko:  

• izključno za interne namene (npr. avtomatizacija proizvodnje);  
• za uporabo s strani zunanjih deležnikov (npr. strank, dobaviteljev ali drugih poslovnih partnerjev); ali  
• za vgradnjo v Magnine izdelke.  
 
Poleg tega se lahko razvoj rešitve UI izvede:  

• interno s strani oseb, ki delujejo za Magno, (npr. z uporabo orodij drugih ponudnikov, kot je NVIDIA Isaac Sim, pa 
tudi s funkcijami UI v tradicionalnih sistemih, kot je CATIA);  

• s strani tretjega partnerja za družbo Magna ali v njenem imenu; ali  
• skupaj s strani ekipe, ki vključuje osebe, ki delujejo za Magno, in osebje zunanjega razvijalca.  

»EUAIA« pomeni Akt EU o umetni inteligenci. 

»Sistemi generativne UI« pomeni rešitve UI, ki so primarno zasnovane za generiranje novih vsebin (npr. besedila, slik, 
zvoka, videa, programske kode itd.) ali za avtonomno načrtovanje in izvajanje večstopenjskih ukrepov za doseganje ciljev 
na podlagi vzorcev, pridobljenih iz podatkov, namesto zgolj za analizo ali razvrščanje obstoječih podatkov. 

»Vhodni podatki« pomeni vse vhodne podatke, poizvedbe, ukaze, informacije ali dokumente, vnesene v rešitev UI. 

https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI_Policies_and_Goverance.aspx#ai-policies-and-governance-coming-soon
https://magna.sharepoint.com/sites/Magna-AI/SitePages/AI-Tools-and-Technologies.aspx
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»Magna« pomeni družbo Magna International Inc. in vse njene operativne skupine, oddelke (vključno z nadzorovanimi 
skupnimi podjetji), podružnice in druge dejavnosti po vsem svetu. 

»Vhodni podatki, ki so v lasti Magne ali pod njenim nadzorom« pomeni podatke, informacije ali dokumente, ki so v 
oskrbi, posesti ali pod nadzorom Magne in pripadajo Magni, osebam, ki delujejo za Magno, ali strankam, dobaviteljem ali 
drugim poslovnim partnerjem Magne. 

»Osebe, ki delujejo za Magno« ali » vi « pomeni vse osebe, ki delujejo v imenu Magne, vključno z Magninimi zaposlenimi 
s polnim ali krajšim delovnim časom; neodvisnimi izvajalci, uradniki, direktorji, svetovalci in zastopniki. 

»MAVIS« se nanaša na pomočnika Magna AI Virtual Information System. 

»Načela za odgovorno UI« pomeni načela za odgovorno UI. 

»Klasični sistemi UI« pomeni rešitve UI, ki uporabljajo statistične modele/modele strojnega učenja in/ali logiko, ki temelji 
na pravilih, za analizo ali razvrščanje obstoječih podatkov in ustvarjanje rezultatov, kot so napovedi, priporočila ali 
odločitve, ter niso primarno zasnovane za generiranje nove vsebine ali za avtonomno načrtovanje in izvajanje 
večstopenjskih ukrepov za doseganje ciljev. 

»Uporaba« rešitve UI pomeni, da uporabljate obstoječo rešitev UI, ki jo je razvila družba Magna ali tretja oseba, za 
izvajanje: 

• preprostih opravil, kot so generiranje e-pošte ali slik, povzemanje besedila ali odgovarjanje na vprašanje; ali   
• bolj zapletena opravila, kot je podpora Magninim pobudam za razvoj izdelkov in avtomatizacijo proizvodnje. 

https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?viewid=1445fee9%2D1cdd%2D4c1e%2Dbf85%2Dfe8f3b0e8627&as=json
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DODATEK B – VELJAVNA ZAKONODAJA IN POLITIKE DRUŽBE MAGNA 

Veljavna zakonodaja 
»Veljavna zakonodaja« pomeni vse zakone, statute, 
predpise, pravila, odloke, kodekse, direktive, 
odredbe, sodbe, smernice in državne zahteve, ki 
lahko občasno začnejo veljati in so pomembne za 
izbiro, uporabo, razvoj ali uvajanje rešitev UI, 
vključno z 

• uredbo (EU) 2024/1689 Evropskega parlamenta 
in Sveta z dne 13. junija 2024 o določitvi 
usklajenih pravil o umetni inteligenci (»EUAIA«) 

Ustrezne/sorodne Magnine politike 
• Magnina politika o zaupnih informacijah 
• Magna International Inc. Politika o razkritju 

podjetja 
• Magna International Inc. Politika, postopki in 

smernice o zasebnosti in varstvu podatkov 
• Magnina politika o klasifikaciji informacij  
• Politika o varnosti v podjetju družbe Magna 
• Magnina globalna politika glede e-pošte, 

interneta/intraneta in družbenih omrežij 
• Magnina politika o varnosti IT/OT 
• Magna International Inc. Politika odziva na 

incident v kibernetski varnosti 
• Magnina politika o zdravju, varnosti in okolju 
 

 

https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Information-Security-Policies.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FInformationSecurity%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
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