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Denna policy faststaller Magnas engagemang for ansvarsfull anvandning och utveckling
av artificiell intelligens-l6sningar i var verksamhet, vara produkter och vara affarsprocesser.
Dessa l6sningar erbjuder mojligheter att skapa varde, men kan ocksa skapa juridiska,
anseendemassiga och andra risker for Magna, dess anstallda och andra intressenter. Din
nogsamma efterlevnad av denna policy ar avgorande for att framja séker och ansvarsfull
anvandning av artificiell intelligens for att maximera maojligheter och minimera dess risker.

TILLAMPNING AV POLICYN

Denna policy galler Magna International Inc. och alla dess operativa grupper, divisioner (inklusive kontrollerade joint
ventures), dotterbolag och andra verksamheter globalt. Denna policy galler &ven alla personer som agerar for Magnas
rékning, inklusive heltids- och deltidsanstallda hos Magna, fristdende entreprencrer, tjansteman, styrelseledamoter,
konsulter och ombud — i denna policy hanvisar vi till alla sddana personer som "du” eller "Magna-personer”

Denna policy beskriver krav for ansvarsfull, etisk och saker anvandning och utveckling av dig av:

- alla Ald6sningar, inklusive traditionella Al-system, generativ Al-system, Al-agenter och agentisk Al; och
- alla Al-utdata genererad av en Al-l6sning.

"Anvandning” av en Al-I6sning innebar att du anvander en befintlig Al-l6sning som utvecklats av Magna eller en tredje
part for att utféra:

- enkla uppgifter, som att skapa e-postmeddelande eller bild, sammanfatta text eller besvara en fraga; eller

- mer komplexa uppgifter, som att stdédja Magnas produktutveckling, affarsprocesser och initiativ for
tillverkningsautomation.

"Utveckling" av en Al-I6sning innebar att du har en hégre niva av interaktion med I6sningen, vilket omfattar nagot av
foéljande:

- utveckla specifikationer for Al-l6sningen;

- skapa, designa, forfina eller trana Al-ldsningens modell och algoritm;

- insamling, bearbetning eller traning av datamangder som ligger till grund fér Al-l6sningen;

- testa eller validera Al-l6sningen; eller

- anvanda tredjepartsverktyg for utveckling.

Utveckling av en Al-I6sning kan vara:

- enbart for interna andamal (t.ex. tillverkningsautomation);
- for anvandning av externa intressenter (t.ex. kunder, leverantorer eller andra affarspartners); eller
- forinforlivande i Magnas produkter.

Dessutom kan utveckling av en Al-16sning goras:
- internt av Magna-personer (t.ex. genom anvandning av tredjepartsverktyg, som NVIDIA Isaac Sim, samt genom Al-

funktioner i traditionella system som CATIA);
- av tredjepartspartner for eller pa uppdrag av Magna; eller
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- gemensamt av ett team som inkluderar Magna-personer och personal fran tredjepartsutvecklare.

Foérutom “anvandning” och "utveckling” forekommer andra viktiga termer i fetstil i denna policy. Definitioner av dessa
nyckeltermer finns i Bilaga A till denna policy.

ANSVARSFULL Al PA MAGNA

Att uppna produktivitetsfordelar med Al samtidigt som riskerna minimeras och vara medarbetare skyddas ar viktigt for
Magna. Du spelar en avgorande roll i att hjalpa Magna att uppna dessa mal genom att nogsamt folja principerna och
metoderna nedan:

1. Forsta och hantera riskerna i samband med anvandning av Al-lésningar
Anvandningen av Al-lIésningar kan skapa risker som du behdver forsta och hjalpa till att hantera, inklusive:

- Partiskhet: Al-l6sningar kan lara sig och férstarka fordomar i deras utbildningsdata vilket kan leda till snedvridna
resultat och oavsiktliga konsekvenser, som diskriminerande anstallningsmetoder. Du maste vara uppmarksam pa
risken for partiskhet och ska vara uppmarksam nar du bedémer Al-utdata avseende partiskhet.

- Hot mot cybersdkerhet: Al-l6sningar kan anvandas eller utnyttjas for att utféra cyberattacker, stjala identiteter och
aventyra sakerheten. Du bér aldrig anvanda en Al-lésning for dessa eller andra olagliga syften. Dessutom hjalper
du till att skydda Magna mot cyberattacker och andra externa hot genom att inte installera obehdriga plugin-program,
kopplingar, tillagg eller APl:er i Al-l6sningar.

- Brist pa transparens: Al-algoritmer fungerar pa satt som inte ar val férstddda och producerar ofta bristfalliga Al-
utdata. Som angivet vidare nedan maste du utdva tillsyn éver Al-utdata for att sdkerstalla att de ar korrekta,
tillforlitliga, relevanta, opartiska och lampliga fér den avsedda anvandningen.

- Sekretess och dataskydd: Manga Al-lIdsningar samlar in data allt eftersom de anvands vilket potentiellt ger
utvecklare tillgang till konfidentiella och/eller rattsligt skyddade data och personlig information. Du maste vélja bort
att tillata att ett tredjepartssystem fran Gen Al anvander Magna-dgda eller -kontrollerade indata (inklusive
personuppgifter fran Magna-personer) for att trana, utveckla eller revidera sin modell.

- Immateriella rattigheter: Gen Al-system kan skapa Al-utdata som gor intrang i tredje parts immateriella rattigheter.
Exempel inkluderar anvandning av skriven text utan korrekt kreditering och citering, obehoérig anvandning eller
kopiering av bilder, konstverk, design, programkod eller annat material, att féresla produktdesign eller processer som
gor intrang i tredje parts patent.

Du far inte anvanda Al-lIésningar och Al-utdata pa ett satt som gor intrang i tredje parts immateriella rattigheter
(inklusive upphovsratt, patent, design och varumarken).

Om du dessutom anvander Al-l6sningar for att skapa arbetsprodukter som Magna kan behéva skydda enligt lagar
gallande immateriella rattigheter maste du samarbeta med Magnas juridiska team for immateriella rattigheter och
sakerstalla att Magna kan skydda arbetsprodukter som kan baseras pa Al-utdata.

2. Ovningsovervakning

Al-utdata kraver kritisk mansklig granskning innan de slutférs, forlitas pa och/eller delas internt eller externt. Eftersom du
ar ansvarig for alla Al-utdata som du anvander i ditt arbete for Magna maste du tillampa genomtankt utvardering,
analytiskt tdnkande och rimligt omdéme innan du forlitar dig pa Al-utdata.

Forlita dig inte pa Al-utdata som du vet genererades genom brott mot tilldamplig lag eller nagon annans rattigheter, eller
som skulle kunna skada Magnas anseende. Exempel kan inkludera Al-utdata som bryter mot andras upphovsratt eller
varumarkesrattigheter.

Om du, efter att ha gjort rimliga anstrangningar, fortfarande ar oséker pa riktigheten i Al-utdata, forlita dig inte pa den —
sarskilt i situationer som innebar betydande juridisk eller anseendemassig risk.

3. Anvand Magnas godkanda Al-lésningar

Magna har verifierat ett antal Al-losningar for att sakerstalla att vi foljer vara cybersakerhetsstandarder och vara policyer
for sekretess och dataskydd. Nar det ar méjligt ska du anvanda Magnas Godkénda Al-lI6sningar, vilket inkluderar:

- MAVIS;
- Microsoft M365 Copilot och Copilot Chat-assistenter;
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- GitHub Copilot kodnings- och programmeringsassistent;

- Microsoft Azure Al Foundry Models-plattformen;

- Amazon Bedrock-tjansten for atkomst till och hantering av grundmodeller; och
- Databricks-plattformen.

Om du vill anvanda en Al-16sning och du avser att anvanda den med Magna-agda eller kontrollerade indata maste du
forst kontrollera att den ar listad som en godkdnd Al-losning pa Al MagNET — Al-l6sningar och teknologier. Om
verktyget inte redan ar godkant ar du ansvarig for att féresla det i Magnet och félja géllande godkéannandeprocess.

Utga alltid fran att det inte finns nagon sekretess for indata som matas in i en icke godkénd Al-lI6sning. Som ett resultat
kan alla indata som anvands i en icke godkand Al-16sning aventyra Magnas immateriella rattigheter.

4. Forbjudna anvandningsomraden

Du far inte anvanda Al-l6sningar for att utféra nadgon handling eller uppna nagot resultat som ar forbjudet enligt lag, eller
som skulle skada Magnas anseende, inklusive genom nagon form av bedrageri, diskriminering, trakasserier, hot,
mobbning eller annan skada. Inte heller far du anvénda Al-ldsningar for att géra nagot av féljande:

- manipulera beteendet eller utnyttja ndgons sarbarheter pa ett skadligt satt, inklusive sarbarheter relaterade till alder,
funktionsnedsattning eller specifik social eller ekonomisk situation;

- utvardera eller klassificera en person pa satt som kan leda till diskriminering eller skada, inklusive baserat pa socialt
beteende eller personliga egenskaper;

- skapa databaser for ansiktsigenkanning (kansloigenkanning) genom oriktad skrapning av ansiktsbilder;
- kanna igen en persons kanslor pa arbetsplatsen; eller

- kategorisera nagon person baserat pa kansliga eller lagligt skyddade personliga egenskaper, inklusive etnicitet,
religion, alder, sexuell laggning eller politiska asikter, pa ett satt som kan orsaka diskriminering eller skada.

5. Inkludera Al-friskrivningar

Du bor lagga till en Al-friskrivning i alla situationer som rér Al-l6sningar dar underlatenhet att géra det kan rimligen
skada eller vilseleda andra.

- Rattsligt krav: | alla situationer dar Tillamplig lag kréver att en ansvarsfriskrivning inkluderas, maste du anvénda
en.

- Basta praxis: For rutinméassiga arenden, som vardagliga e-postmeddelanden, &r en ansvarsfriskrivning i allménhet
onddig. | andra offentligt riktade eller affarskritiska situationer, som arbete som ar mycket Al-genererat och/eller
vasentligt skulle kunna paverka beslut, ska ansvarsfriskrivning beaktas.

Andra specifika omsténdigheter under vilka en Al-friskrivning maste anvandas ar bland annat nar:

- Al-lésningar interagerar direkt med manniskor (t.ex. chattbotar) och det inte ar tydligt fér en nagorlunda informerad
person att interaktionen involverar en Al-lI6sning;

- Al-utdata som du anvander eller skickar inkluderar manipulerade bilder, ljud eller video som falskeligen verkar
autentiska eller skulle kunna rimligen uppfattas som autentiska; och

- Al-utdata ar avsedda att informera interna eller externa intressenter om fragor av allmant intresse (t.ex.
kommunikation om produkter, tjanster eller sékerhet som kan paverka kunder eller andra intressenter) nar de
presenteras som faktabaserade eller auktoritativa.

Ett forslag pa ansvarsfriskrivning ar: "Foljande innehall genererades med hjalp av en artificiell intelligens-16sning.”
Vissa undantag galler. Till exempel behdver inte Al-genererad text markas om den har granskats och redigerats av en

manniska med redaktionellt ansvar. Dessutom behdvs ingen ansvarsfriskrivning nér det redan &ar tydligt att interaktionen
involverar Al.
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6. Forvarva eller utveckla en Al-lI6sning

Om du avser att forvarva (inklusive genom kép, licensiering eller prenumeration) eller utveckla/samutveckla en Al-l6sning
ar du ansvarig for att folja Magnas godkannandeprocess for Al-lésningar via lanken pa Al MagNET — Al-Iésningar och
teknologier.

Denna process omfattar tva distinkta steg:

- Steg 1 spara planerade Al-initiativ, idéer och anvandningsfall for att framja transparens, bedéma affarsvarde och
ekonomisk genomférbarhet, minimera dubbelarbete samt starka styrning och riskhantering; och

- Steg 2 dokumentation, kategorisering och riskbedémning av Al-l6sningar fran tidigare steg som &r godkénda och
genomforda.

Beroende pa din roll i férhallande till den Al-l6sning som forvarvas eller utvecklas kan du anses vara "utvecklare" av
I6sningen, inklusive i syfte att folja denna policy och Magnas. Principer for ansvarsfull Al saval som Procedurer for
Al-utvecklare och EUAIA.

7. Al-agenter

Du kan anvanda Al-agenter som har skapats for dina specifika arbetsbehov genom Godkénda Al-lIésningar. Al-agenter
ar Al-l16sningar som helt och hallet omfattas av denna policy.

Om du ar féretagséagaren som anvander en Al-agent for din egen eller ditt teams bruk, ar du ansvarig fér att inhamta
férhandsgodkannande for Al-agenten genom den tvastegsgodk@annandeprocess som anges i avsnitt 6 ovan. Dessutom
ansvarar du for att samarbeta med det tekniska teamet fér nddvandig évervakning och tillsyn av dina Al-agenter under
hela deras livscykel (dvs. fran initial design till pensionering, inklusive kommunikation mellan agenter) vilket inkluderar
efterlevnad av styrningskrav, organisatoriska IT-standarder och riktlinjer samt RAI-principerna. Slutligen maste du ocksa
folja alla andra krav som anges i Procedurer for Al-utvecklare nar det galler Al-agenter.

YTTERLIGARE INFORMATION

1. Efterlevnad av Magnas policyer och tillamplig lag

| alla situationer som involverar anvandning eller utveckling av Al-ldsningar maste du folja tillamplig lag, Magnas
Principer for ansvarsfull Al och andra relevanta Magna-policyer (t.ex. policy fér konfidentiell information,
dataskyddspolicy etc.). Se Bilaga B i denna policy for en lista med sadana lagar och relaterade Magna-policyer.

Dessutom ska Magnas och varje persons skyldigheter som denna policy géller omfattas av tillamplig lag och i den man
det foreligger eventuella avvikelser ska de tolkas s& nara kraven i denna policy som mgjligt, samtidigt som de forblir i
enlighet med tillamplig lag.

2. Efterlevnad av kund-, leverantors-, férsaljar- och andra tredjepartskrav samt
sekretessavtal

Du maste beakta avtalsenliga begransningar, restriktioner och férbud nar du hanterar data och information fran tredje
parti en Al-I6sning. | vissa fall kan det handa att du inte har tillstdnd att anvanda och/eller mata in saddan tredjepartsdata
i Al-l6sningen eftersom det kan bryta mot ett sekretessavtal eller andra sekretessarrangemang. Du bér diskutera
tilldmpliga sekretessskyldigheter, begréansningar, férbud och andra avtalsbegréansningar med koncernens, regionala eller
foretagets jurist for att hjalpa Magna att undvika brott mot sina avtalsenliga ataganden. Dessutom maste du folja Magnas
sekretesspolicy.

3. Utbildning

Magna kommer att tillhandahalla resurser och utbildning for att hjalpa dig att battre forsta Al-ldsningarnas majligheter
och begransningar. Du ansvarar for att genomféra all nédvandig utbildning i tid.

4. Rapportering

Overvaka, dokumentera och rapportera eventuella fel som du upplever nar du utvecklar en Al-Idsning, savél som
eventuella partiska, skadliga, felaktiga eller avvikande Al-utdata. | manga fall kan sadan rapportering ske direkt i en Al-
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16sning — i sa fall bér du anvanda den rapporteringsfunktionen. | situationer dar det inte finns nagon rapporteringsfunktion
i sjalva Al-lésningen, eller om du anser att riskerna/konsekvenserna ar betydande, kan du rapportera via Magna-
jourlinjen genom "Oro kring dataskydd/artificiell intelligens (Al)”.

Om du blir medveten om misstankta brott mot denna policy eller att Magnas immateriella rattigheter har krankts, bor du
rapportera det via Magna Hotline.

Beroende pa region och omstandigheter kan rapporter till behdriga myndigheter ocksa vara nédvandiga; ingenting i denna
policy hindrar dig fran att kontakta myndigheter i din egen, personliga egenskap.

5. Overvakning av efterlevnad

Magna forbehaller sig ratten att dvervaka att Magna-personer foljer denna policy. Magna kommer att inféra atgarder for
att forebygga, dvervaka och reagera pa incidenter som involverar Al-lIésningar, inklusive fall av skada och partiska
resultat, samt sékerhets-, sekretess- och dataskyddsintrang.

6. Ansvar for dvertradelser av denna policy
Om du bryter mot villkoren i denna policy kan du bli féremal for disciplinara atgarder, inklusive uppsagning.

7. Mer information:

For vytterligare information eller vagledning, kontakta din utsedda Globala Al-ledare eller e-posta
ai.governance@magna.com.

Publicerad: 21 januari 2026
Reviderad: n/a

Néasta granskning: Q1 2027

Utfardad av: HR och Informationsteknik
Godkand av: HR och Informationsteknik
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BILAGA A — DEFINITIONER

"Agentisk Al” avser Al-losningar som kan planera, vidta atgarder eller slutféra uppgifter med viss autonomi, samtidigt
som de arbetar under mansklig éverinseende (dvs. agentisk Al ar denna formaga (Al som kan agera, planera eller driva
arenden)).

"Al" betyder artificiell intelligens.

"Al-agenter” avser specifika verktyg eller system som anvander agentfunktioner for att utféra uppgifter eller arbetsfléden
at en anvandare inom kontrollerade parametrar (dvs. Al-agenter ar de verktyg eller system som anvander denna funktion
for att utféra uppgifter i praktiken). Exempel omfattar: Al-agenter i Microsoft Teams for att hjalpa till att schemaldgga méten

eller svara pa medarbetarnas fragor; specialiserade Al-assistenter etc.

"Al-utvecklarprocedurer” avser Procedurer for Al-utvecklare.

"Al-utdata” avser allt innehall (inklusive text, bilder, ljud, video och programkod), resultat, rekommendationer, beslut
och/eller annan utdata som genereras av en Al-lésning.

"Al-l6sning” avser alla Al-system, funktioner, anvandningsomraden, produkter, platiformar och verktyg, inklusive
traditionella Al-system, generativ Al-system, Al-agenter och Agentisk Al.

"Tillamplig lag" som definierad i Bilaga B.

"Godkanda Al-l6sningar” avser Al-l6sningar som uppfyller Magnas IT-sékerhetsprotokoll och sekretesskrav och har
godkants och driftsatts for anvandning i Magnas verksamhet. Lista med Magnas godkédnda Al-l6sningar finns har.

"Utveckling" av en Al-I6sning innebéar att du har en hégre niva av interaktion med I6sningen, vilket omfattar nagot av
foéljande:

- utveckla specifikationer for Al-l6sning;

- skapa, designa, forfina eller utbilda Al-l6snings modell och algoritm;

- samlain, bearbeta eller trana de datauppsattningar som ligger till grund for Al-I6sning;
- testa eller validera Al-16sning; eller

- anvanda ett tredjepartsverktyg for Utveckling.

Utveckling av en Al-16sning kan ske:

- enbart for interna andamal (t.ex. tillverkningsautomation);
- for anvandning av externa intressenter (t.ex. kunder, leverantorer eller andra affarspartners); eller
- forinforlivande i Magnas produkter.

Dessutom kan utveckling av en Al-16sning goras:

- internt av Magna Persons (t.ex. genom anvandning av tredjepartsverktyg, som NVIDIA Isaac Sim, samt genom Al-
funktioner i traditionella system som CATIA);
- av tredjepartspartner for eller pa uppdrag av Magna; eller

- gemensamt av ett team som inkluderar Magna-personer och personal fran tredjepartsutvecklare.

"EUAIA" betyder EU Al Act.

"Generativ Al-system” avser Al-l6sningar som primart ar utformade for att generera nytt innehall (t.ex. text, bilder, ljud,
video eller programkod etc.) eller for att autonomt planera och genomféra flerstegsatgarder mot mal baserat pa monster

inlarda fran data, snarare an att bara analysera eller klassificera befintliga data.

“Indata” avser alla indata, data, fragor, kommandon, information eller dokument som matas in i en Al-l6sning.
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"Magna” avser Magna International Inc. och alla av dess operativa grupper, divisioner (inklusive kontrollerade joint
ventures), dotterbolag och annan verksamhet globalt.

"Magna-dgda eller -kontrollerade indata” avser data, information eller dokument som Magna har, besitter eller
kontrollerar och som tillhér Magna, Magna-personer eller Magnas kunder, leverantorer eller andra affarspartners.

"Magna-personer” eller "du” avser alla personer som agerar for Magnas rakning, inklusive: en heltids- eller
deltidsmedarbetare hos Magna; fristdende entreprendrer, tjansteman, styrelseledamoter, konsulter och ombud.

"MAVIS” avser Magna Al Virtual Information System-assistenten.

"RAl-principer” avser Principer for ansvarsfull Al.

"Traditionella Al-system” avser Al-losningar som anvander statistiska/maskininlarningsmodeller och/eller regelbaserad
logik for att analysera eller klassificera befintliga data och producera utdata som férutséagelser, rekommendationer eller
beslut, och som inte primart ar utformade for att generera nytt innehall eller for att autonomt planera och genomféra
flerstegsatgarder mot mal.

"Anvandning” av en Al-l6sning innebar att du anvander en befintlig Al-ldsning som utvecklats av Magna eller en tredje
part for att utféra:

- enkla uppgifter, som att skapa e-postmeddelande eller bild, sammanfatta text eller besvara en fraga; eller
- mer komplexa uppgifter, som att stédja Magnas produktutveckling och initiativ for tillverkningsautomation.
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BILAGA B — TILLAMPLIG LAG OCH MAGNA-POLICYER

Tillamplig lag

"Tillamplig lag” avser alla lagar, stadgar,
forordningar, regler, bestammelser, koder, direktiv,
order, domar, riktlinjer och myndighetskrav som kan
trada i kraft fran tid till annan och som ar relevanta for
hur Al-lésningar valjs, anvands, utvecklas eller
driftsatts, inklusive

e  Europaparlamentets och radets férordning (EU)
2024/1689 av den 13 juni 2024 om faststallande
av harmoniserade regler om artificiell intelligens
("EUAIA")

MAGNA INTERNATIONAL INC. | POLICY FOR ANSVARSFULLT Al

Relevanta/relaterade Magna-policyer
- Magnas konfidentiella informationnspolicy

- Magna _International _Inc.  Policy
foretagsoffentliggérande

- Magna International Inc. Policy, rutiner och
riktlinjer for sekretess och dataskydd
- Magna informationsklassificeringspolicy

- Magna foretagsséakerhetspolicy

- Magnas globala policy for
internet/intranat och sociala medier

- Magna IT/OT-sdkerhetspolicy

- Magna International Inc. Policy for hantering
av cybersakerhetsincidenter

- Magna hélso-, sidkerhets- och miljépolicy

for

e-post,
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https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Confidentiality-Policy.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FLEG%5FCorporate%5FDisclosure%5FPolicy%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/:u:/r/sites/Magna-Dataprivacy/SitePages/DataPrivacyPoliciesandProcedures.aspx?csf=1&web=1&e=LTGVud
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?FilterField1=Category&FilterValue1=Information%20Classification&FilterType1=Choice&FilterDisplay1=Information%20Classification&viewid=de4ba12f%2Dfedd%2D4146%2Db445%2De9191c403d45&CT=1767881238592&OR=OWA%2DNT%2DMail&CID=310859b7%2D591e%2Dc8f0%2D1948%2D1d6afb7dad3d
https://magna.sharepoint.com/sites/MagnaPolicies/SitePages/Information-Security-Policies.aspx
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FCC%5Femail%5Finternet%5Fintranet%5Fsocial%5Fmedia%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FInformationSecurity%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FIS%5FCyber%5FSecurity%5FIncident%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
https://magna.sharepoint.com/sites/MagnaPolicies/Documents/Forms/AllItems.aspx?id=%2Fsites%2FMagnaPolicies%2FDocuments%2FHSE%5FPolicy%5Fen%2Epdf&parent=%2Fsites%2FMagnaPolicies%2FDocuments
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